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About this Book
Intended Use XVii

About this Book

This document provides instructions and supporting information needed to
monitor, test, and maintain the hardware components of the DEFINITY Enterprise
Communications Server Release 8.2 systems.

These system’s extensive background testing and technician-demanded tests
allow many problems to be addressed before they severely disrupt call
processing. Duplication options further enhance this reliability, giving the
technician an opportunity to provide a high level of service while resolving
problems or performing routine maintenance.

This book provides the necessary information to make full use of these
capabilities and introduces some new components and strategies found in R8.2r.

=>» NOTE:
This document is intended for Release 8.2 and later systems only. For
previous DEFINITY systems (G3V5 and earlier), refer to DEFINITY
Enterprise Communications Server, Release 5 Maintenance for R5r,
555-230-122.

Intended Use

» Asaguide to diagnosing and repairing the Release 8.2r system for use by
field technicians, remote service personnel, and user-assigned
maintenance personnel

» As a training manual for teaching technicians how to maintain the system

» As areference source on the system’s maintenance capabilities
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About this Book

How to Use this Document XViii

This document assumes that the technician has a working knowledge of
telecommunications fundamentals and PBX maintenance practices. This
document also assumes that the system was initially installed and tested
properly and brought into service with all faults cleared. Adjuncts and other
devices external to the switch are covered by their own service documentation.

How to Use this Document

Most maintenance sessions involve analyzing the Alarm and Error Logs to
diagnose a trouble source and replacing a component such as a circuit pack.
The information in Chapter 9, “Maintenance Object Repair Procedures” will
generally suffice to address these needs. Certain complex elements of the
system, such as fiber links and the packet bus, require a more comprehensive
approach. Special procedures for these elements appear in Chapter 5, “Alarms,
Errors, and Troubleshooting”.

This document is not intended to solve all levels of trouble. When the limits of
these procedures have been reached and the problem has not been resolved, it
is the technician’s responsibility to escalate to a higher level of technical support.
Escalation should conform to the procedures in the Technical and Administration
Plan.

Organization

» Chapter 1, “Maintenance Architecture”, describes the system’s design
and maintenance strategy.

» Chapter 2, “Hardware Configurations”, shows the locations and
arrangements of the system'’s cabinets, carriers, circuit packs, and
cabling.

» Chapter 3, “Management Terminal”, describes how to set up and use the
management terminal.

» Chapter 4, “Initialization and Recovery”, describes the various reset and
reboot processes and how these are used to perform maintenance and
recover systems or subsystems that are out of service. Use of the terminal
SPE-down interface on non-functional or standby Switch Processor
Elements is included here.

» Chapter 5, “Alarms, Errors, and Troubleshooting”, describes general
repair procedures such as replacing circuit packs and special
troubleshooting procedures such as those for fiber link and packet bus
faults.

» Chapter 6, “Additional Maintenance Procedures”, describes preventive
maintenance, software updates and other procedures not associated with
specific alarms or components.
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Chapter 7, “LED Interpretation”, is a guide to interpreting indications given
by circuit pack and attendant console LEDs.

Chapter 8, “Maintenance Commands”, contains a description of each
maintenance command available through the management terminal. The
commands are ordered alphabetically. A general description of command
syntax and conventions appears at the beginning of the chapter.

Chapter 9, “Maintenance Object Repair Procedures”, contains specific
troubleshooting and repair instructions for every component in the system.
The maintenance objects are listed alphabetically by name as they
appear in the Alarm and Error Logs. Under each maintenance object
appears a description of the object’s function, tables for interpreting alarm
and error logs, and instructions on how to use tests, commands, and
replacements to resolve associated problems. Most of these procedures
are complete and self-contained, while others rely upon procedures in
Chapter 5, “Alarms, Errors, and Troubleshooting”.

Safety Precautions

Before working on a system, the technician must be thoroughly familiar with the
precautions and practices described at the beginning of Chapter 5, “Alarms,
Errors, and Troubleshooting”.

Class 1 Laser Device

The DEFINITY ECS contains a Class 1 LASER device if single-mode fiber optic
cable is connected to a remote Expansion Port Network (EPN). The LASER
device operates within the following parameters:

Power Output: -5 dBm
Wavelength: 1310 nm

Mode Field Diameter: 8.8 microns
CLASS 1 LASER PRODUCT
IEC825 1993

A DANGER:

Use of controls or adjustments or performance of procedures other than
those specified herein may result in hazardous radiation exposure.

Contact your Lucent Technologies representative for more information.
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Electromagnetic Compatibility

Standards

This product complies with and conforms to the following:

Limits and Methods of Measurements of Radio Interference
Characteristics of Information Technology Equipment, EN55022
(CISPR22), 1993

EN50082-1, European Generic Immunity Standard
FCC Parts 15 and 68
Australia AS3548

=>» NOTE:

The system conforms to Class A (industrial) equipment. Voice terminals

meet Class B requirements.

Electrostatic Discharge (ESD) IEC 1000-4-2
Radiated radio frequency field IEC 1000-4-3
Electrical Fast Transient IEC 1000-4-4
Lightning effects IEC 1000-4-5

Conducted radio frequency IEC 1000-4-6
Mains frequency magnetic field IEC 1000-4-8

Low frequency mains disturbance

The system conforms to the following:

Electromagnetic compatibility General Immunity Standard, part 1;
residential, commercial, light industry, EN50082-1, CENELEC, 1991

Issue 1 (1984) and Issue 2 (1992), Electrostatic discharge immunity
requirements (EN55024, Part 2) IEC 1000-4-2

Radiated radio frequency field immunity requirements IEC 1000-4-3

Electrical fast transient/burst immunity requirements IEC 1000-4-4

European Union Standards

Lucent Technologies Business Communications Systems declares that the

DEFINITY equipment specified in this document bearing the “CE” mark conforms

to the European Union Electromagnetic Compatibility Directives.
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The “CE” (Conformité Européenne) mark indicates conformance to the European
Union Electromagnetic Compatibility Directive (89/336/EEC) Low Voltage
Directive (73/23/EEC) and Telecommunication Terminal Equipment (TTE)
Directive (91/263/EEC) and with i-CTR3 Basic Rate Interface (BRI) and i-CTR4
Primary Rate Interface (PRI) as applicable.
The “CE” mark is applied to the following Release 8.2 products:

» Global AC powered Multi-Carrier Cabinet (MCC)

» DC powered Multi-Carrier Cabinet (MCC) with 25 Hz ring generator

» AC powered Single-Carrier Cabinet (SCC) with 25 Hz ring generator

» AC powered Compact Single-Carrier Cabinet (CSCC) with 25 Hz ring
generator

» Enhanced DC Power System

Standards Compliance

The equipment presented in this document complies with the following (as
appropriate):

» ITU-T (Formerly CCITT)
« ECMA

« ETSI

« IPNS

« DPNSS

= National ISDN-1

= National ISDN-2

= 1SO-9000

= ANSI

» FCC Part 15 and Part 68
« EN55022

« EN50081

« EN50082

» CISPR22

» Australia AS3548 (AS/NZ3548)
= Australia AS3260

» IEC 825

» IEC950

« UL 1459
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= UL1950
= CSA C222 Number 225
= T1S001

Conventions Used in This Document

The following conventions are used in this document:
» DEFINITY Systems are called G3V4, G3 Release 5, G3vs, G3si, and G3r

— All occurrences of G3siV4, G3siV4+m, G3siV5, and G3siV5+m are
called G3si unless a specific configuration is required to
differentiate among product offerings

— All occurrences of G3 with out a suffix following the “3” refer to
G3vs, G3si, and G3r

= A component of a DEFINITY System, such as a circuit pack, occurring
without a reference to any specific system, is part of G3

= DEFINITY Communications Sever is abbreviated DEFINITY ECS

» All physical dimensions in this book are in English (Foot Pound Second)
(FPS) followed by metric Centimeter Grams Second) (CGS) in parenthesis.
Wire gauge measurements are in AWG followed by the diameter in
millimeters in parenthesis.

» Information you type at the management terminal is shown in the following
typeface: list system-parameters maintenance

» Information displayed on the management terminal screen is shown in the
following typeface: | ogi n

» Keyboard keys are shown in the following typeface: Enter.

» Circuit pack codes (such as TN790 or TN2182B) are shown with the
minimum acceptable alphabetic suffix (like the “B” in the code TN2182B).

Generally, an alphabetic suffix higher than that shown is also acceptable.
However, not every vintage of either the minimum suffix or a higher suffix
code is necessarily acceptable.

=>» NOTE:
Refer to Technical Monthly: Reference Guide for Circuit Pack
Vintages and Change Notices, for current information about the
usable vintages of specific circuit pack codes (including the suffix)
in a Release 8.2 system.
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= Admonishments used in this book are as follows:

A CAUTION:

This sign is used to indicate possible harm to software, possible loss
of data, or possible service interruptions.

A WARNING:

This sign is used where there is possible harm to hardware or
equipment.

A DANGER:
This sign is used to indicate possible harm or injury to people.

Trademarks and Service Marks

The following are trademarks or registered trademarks of Lucent Technologies:
» 5ESS™, 4ESS™

. AUDIX®

. CaIIvisor®

. CaIImaster®

= Centrevu™

. CONVERSANT®

. DEFINITY®

. DIMENSION®

. VOICE POWER®
The following are trademarks or registered trademarks of AT&T:

.« ACCUNET®

. DATAPHONE®

. MEGACOM®

. MULTIQUEST®

. TELESEER®

The following are trademarks or registered trademarks of other companies:
. Ascend® (registered trademark of Ascend, Inc.)
. Audichron® (registered trademark of the Audichron Company)

. MS—DOS® (registered trademark of the Microsoft Corporation)
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« MicroChannel® (registered trademark of IBM Systems)
. MULTIQUEST® (registered trademark of Telecommunications Service)
. PagePac® (trademark of the Dracon Division of the Harris Corporation)

« UNIX® (trademark of the Novell Corporation)

Related Documents

The following documents are useful for system-related information:

DEFINITY ECS Release 8.2 — Change Description, 555-233-411

Gives a high-level overview of what is new in DEFNITY ECS Release 8.2.
Describes the hardware and software enhancements and lists the problem
corrections for this release.

DEFINITY ECS Release 8.2— System Description, 555-233-200

Provides hardware descriptions, system parameters, listing of hardware required
to use features, system configurations, and environmental requirements.

DEFINITY ECS Release 8.2— Administrator’s Guide, 555-233-506

Provides descriptions of system features. Also provides step-by-step procedures
for preparing the screens that are required to implement the features, functions,
and services of the system. Includes the applications and benefits, feature
interactions, administration requirements, hardware requirements, and
procedures for voice terminal, data module, and trunk group administration.

DEFINITY ECS Release 8.2— Reports, 555-233-505

Formerly titled System Monitoring and Reporting, this book provides detailed
descriptions of the measurement, status, security, and recent change history
reports available in the system and is intended for administrators who validate
traffic reports and evaluate system performance. Includes corrective actions for
potential problems.

DEFINITY ECS Release 8.2 — Installation and Test for Single-Carrier
Cabinets, 555-233-120

Provides procedures and information for hardware installation and initial testing
of single-carrier cabinets. This document is available in the following languages:
English, German (DE), Dutch (NL), Brazilian Portuguese (PTB), European French
(FR), Castillian Spanish (SP), Italian (IT), Russian (RU), and Japanese (JA). To
order, append the language suffix to the document number; for example,
555-230-894DE for German. No suffix is needed for the English version.
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DEFINITY ECS Release 8.2— Installation and Test for Multi-Carrier Cabinets,
555-233-114

Provides procedures and information for hardware installation and initial testing
of multi-carrier cabinets.

DEFINITY ECS Release 8.2— Installation for Adjuncts and Peripherals,
555-233-116

Provides procedures and information for hardware installation and initial testing
of ECS adjunct and peripheral systems and equipment.

DEFINITY ECS Release 8.2— Upgrades and Additions for R8.2r, 555-233-115

Provides procedures for an installation technician to convert an existing Generic
3 Version 4 DEFINITY Communications System to DEFINITY ECS and from
DEFINITY ECS Release 5 and Release 7 to DEFINITY ECS Release 8.2. Included
are upgrade considerations, lists of required hardware, and step-by-step
upgrade procedures. Also included are procedures to add control carriers,
switch node carriers, port carriers, circuit packs, auxiliary cabinets, and other
equipment.

BCS Products Security Handbook, 555-025-600

Provides information about the risks of telecommunications fraud and measures
for addressing those risks and preventing unauthorized use of BCS products.
This document is intended for telecommunications managers, console operators,
and security organizations within companies.

DEFINITY Wireless Business System Users Guide, 555-232-105

DEFINITY Wireless Business System Installation and Test Guide,
555-232-102

DEFINITY Wireless Business Systems System Interface, 555-232-108

AT&T Network and Data Connectivity Reference, 555-025-201
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Federal Communications Commission
Statement

Part 68: Statement

Part 68: Answer-Supervision Signaling. Allowing this equipment to be operated in
a manner that does not provide proper answer-supervision signaling is in
violation of Part 68 rules. This equipment returns answer-supervision signals to
the public switched network when:

= Answered by the called station
= Answered by the attendant

» Routed to a recorded announcement that can be administered by the CPE
user

This equipment returns answer-supervision signals on all DID calls forwarded
back to the public switched telephone network. Permissible exceptions are:

= Acallis unanswered
= Abusy tone is received

= Areorder tone is received

This equipment is capable of providing users access to interstate providers of
operator services through the use of access codes. Madification of this
equipment by call aggregators to block access dialing codes is a violation of the
Telephone Operator Consumers Act of 1990.

This equipment complies with Part 68 of the FCC Rules. On the rear of this
equipment is a label that contains, among other information, the FCC registration
number and ringer equivalence number (REN) for this equipment. If requested,
this information must be provided to the telephone company.

The REN is used to determine the quantity of devices which may be connected
to the telephone line. Excessive RENs on the telephone line may result in devices
not ringing in response to an incoming call. In most, but not all areas, the sum of
RENSs should not exceed 5.0. To be certain of the number of devices that may be
connected to a line, as determined by the total RENs, contact the local telephone
company.

=>» NOTE:
REN is not required for some types of analog or digital facilities.



DEFINITY ECS Release 8.2 Maintenance for R8r 555-233-117

About this Book

Federal Communications Commission Statement

Means of Connection

Issue 1
April 2000

XXVii

Connection of this equipment to the telephone network is shown in the following
table.

Manufacturer’s Port SOC/REN/
Identifier FIC Code A.S.Code | Network Jacks

Off/On Premises Station OL13C 9.0F RJ2GX, RJ21X,
RJ11C

DID Trunk 02RV2-T 0.0B RJ2GX, RJ21X

CO Trunk 02GS2 0.3A RJ21X

CO Trunk 02LS2 0.3A RJ21X

Tie Trunk TL31M 9.0F RJ2GX

1.544 Digital Interface 04DU9-B,C 6.0P RJ48C, RJ48M

1.544 Digital Interface 04DU9-BN,KN 6.0P RJ48C, RJ48M

120A2 Channel Service Unit 04DU9-DN 6.0P RJ48C

If the terminal equipment (DEFINITY® System) causes harm to the telephone
network, the telephone company will notify you in advance that temporary
discontinuance of service may be required. But if advance notice is not practical,
the telephone company will notify the customer as soon as possible. Also, you
will be advised of your right to file a complaint with the FCC if you believe it is
necessary.

The telephone company may make changes in its facilities, equipment,
operations or procedures that could affect the operation of the equipment. If this
happens, the telephone company will provide advance notice in order for you to
make necessary modifications to maintain uninterrupted service.

If trouble is experienced with this equipment, for repair or warranty information,
please contact the Technical Service Center at 1-800-248-1234. If the equipment
is causing harm to the telephone network, the telephone company may request
that you disconnect the equipment until the problem is resolved.

It is recommended that repairs be performed by Lucent Technologies certified
technicians.

The equipment cannot be used on public coin phone service provided by the
telephone company. Connection to party line service is subject to state tariffs.
Contact the state public utility commission, public service commission or
corporation for information.

This equipment, if it uses a telephone receiver, is hearing aid compatible.
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How to Order Documentation

In addition to this book, other description, installation and test, maintenance, and
administration books are available. A complete list of DEFINITY books can be
found in the Business Communications System Publications Catalog,
555-000-010.

This document and any other DEFINITY documentation can be ordered directly
from the Lucent Technologies Business Communications System Publications
Fulfillment Center toll free at 1-800-457-1235 (voice) and 1-800-457-1764 (fax).
International customers should use 317-322-6791 (voice) and 317-322-6849
(fax).

How to Comment on This Document

Lucent Technologies welcomes your feedback. Please fill out the reader
comment card found at the front of this manual and return it. Your comments are
of great value and help improve our documentation.

If the reader comment card is missing, FAX your comments to 1-303-538-1741 or
to your Lucent Technologies representative, and mention this document’s name
and number, DEFINITY Enterprise Communication Server Release 8.2,
Maintenance for R8r, 555-233-117.

Where to Call for Technical Support



DEFINITY ECS Release 8.2 Maintenance for R8r 555-233-117 Issue 1
April 2000

About this Book
How to Comment on This Document XXIX

Use the following telephone number for the region in which the system is

installed.
Telephone

Organization Number
Streamlined Implementaion (for missing 1-800-772-5409
equipment)
USA/Canada Technical Service Center 1-800-248-1234
Technical Service Center (INADS Database 1-800-248-1111
Administration)
Asia/Pacific Regional Support Center 65-872-8686
Western Europe/South Africa/Middle East 441-242-774-800
Business Communications Europe 441-242-391-789
Eastern/Central Europe 361-345-4334
ITAC 1-303-804-3777
Latin/Central America & Caribbean 1-303-804-3778
DEFINITY Helpline 1-800-225-7585
Lucent Technologies Toll Fraud Intervention 1-800-643-2353
Lucent Technologies Technical Service Center | 1-800-242-2121
Lucent Technologies Corporate Security 1-800-822-9009
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Maintenance Architecture

The maintenance subsystem is that part of the software that is responsible for
initializing and maintaining the system. This software continuously monitors
system health and maintains a record of errors detected in the system. The
maintenance subsystem also provides a user interface for on-demand testing.

This chapter provides a brief description of the R8r maintenance strategy, and
presents background information on the system’s overall functions. For detailed
descriptions of components and subsystems, refer to related topics in Chapter 9,
“Maintenance Object Repair Procedures”. Sections on the following MOs are
particularly useful for gaining an understanding of how the system works:

« STBY-SPE
= PNC-DUP
« EXP-PN

= SNI-BD

« DUP-INT

= SYNC
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What's new for R8r
The following sections introduce new features in the Maintenance manuals:
» “H323-BCH”
» “H323-SGRP”
» “H323-STN”
= “DIG-IP-STN”
« “MEDPRO”

« “MEDPROPT”
= “AN-LN-PT (and TR-LN-BD)”

= “Administrable Loss Plan”

= ‘“Traceroute”

» ‘“Incomplete Command Timeout”

H323-BCH

H.323 signaling is very similar to ISDN Q.931 signaling. In order to take
advantage of existing Definity ISDN call processing software, H.323 trunk call
processing includes H.323 signaling groups, H.323 D-channels and H.323
B-channels. H.323 Signaling groups are similar in concept to ISDN PRI signaling
groups. H.323 D-channels are an artificial fabrication created only to allow
maximum re-use of system ISDN code. H.323 B-channels are also an atrtificial
fabrication.

H323-SGRP

The H.323 Signaling Group (H323-SGRP) maintenance object supports a
signaling channel for H.323 Trunk connections. The Media Processor (MedPro)
TNB802B circuit pack provides audio connectivity, working in concert with a
C-LAN (TN799B) circuit pack that provides control sighaling to support an H.323
connection.

The H.323 signaling group (323-SGRP) is a signaling channel that physically
rides on a C-LAN ethernet port (socket) and the IP network. Unlike ISDN
D-channels, the H.323 channel may actually come up and down on a call by call
basis. The H.323 channel is actually a TCP/IP signaling channel. Layers 1 and 2
of this signaling channel are monitored by IP PING testing.
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H323-STN

This maintenance object covers implementation of the maintenance for native
mode H.323 endpoints. Native mode H.323 applications such as NetMeeting or
Proshare only provide what is needed to support the H.323 standard. There is
very little that Definity can invoke in the maintenance area. Definity will report
errors as they are detected via the RAS registration and keep-alive mechanism.
Definity will PING the endpoint both via the signaling path (i.e. via C-LAN) and via
the media path (i.e. via Medpro).

This station type is not attached to a port board. Insertion of the station is not
driven by board insertion, rather it is driven by successful registration of the
endpoint. It is maintained via a set of explicit TCP/IP ping requests and errors
reported by the switch software, which terminates the H.323 signaling portion of
each endpoint. The MO follows standard maintenance methodology and
supports test, busyout, release and status commands.

DIG-IP-STN

This maintenance object covers implementation of the maintenance for
Lucent-provided IP Softphone or the Centre-Vu Remote IP Agent. The
Lucent-provided endpoint consists of a service provider, an application layer
called the Telephony Manager, and a registration application. The service
provider terminates DCP signaling carried over TCP. The Telephony Manager
provides the GUI emulating the DCP set. The registration application handles
H323.RAS and is used to register and authenticate the endpoint with DEFINITY.
This group of modules is called Vphone. Note that the Vphone does not include
any type of audio path of bearer channel. The Vphone provides a DCP control
plane for an alternate bearer channel. Tha alternate bearer channel is provided
by either a native H.323 station or a POTS line or trunk. The Vphone is used only
in a dual-connect arrangement.

The Vphone supports some level of existing DCP maintenance in the form of
audits and updates.

This station type is not attached to a port board. Insertion of the station is not
driven by board insertion, rather it is driven by successful registration of the
endpoint. It is maintained via a set of explicit TCP/IP ping requests and errors
reported by the User Manger software, which terminates the H.323 signaling
portion of each endpoint. The MO follows standard mtce methodology and
supports test, busyout, release and status commands.
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MEDPRO

The TN802B MedPro circuit board is used by the DOLAN (Definity on the LAN)
feature to provide voice over IP connectivity. The TN802B can run either:

» R8.1 1P Trunk application — allows the TN802B to emulate a DS1 circuit
pack. In this mode, the circuit pack is maintained as a standard DS1
board with its associated Tie trunk ports. The TN802B operates as an
integrated Internet Telephony Server. It communicates with other ITS
boxes or IP trunk boards.

» the Media Processor (MedPro) application — allows the TN802B to act as
a service circuit to terminate generic RTP streams used to carry
packetized audio over an IP network. As part of the overall H.323
implementation, the TN802B or later circuit pack handles the audio
streams while the TN799 C-LAN handles the TCP/IP signaling channels.
This maintenance plan applies only to a TN802B MedPro running the
Media Processor application.

The MedPro hardware combines an angel complex, a Windows NT PC and a
TAP802 DSP card in a 3-slot package. When operating as an IP trunk circuit
pack, the MedPro emulates a DS1 Tie Trunk circuit pack and blindly responds to
DS1 trunk maintenance requests. Actual maintenance is accomplished via the
windows NT interface and the ITS software diagnostics.

The Media Processor application is built upon the existing ITS software, and as
such is not administered in DEFINITY as a DS1 trunk, and does not emulate a
DS1 for maintenance purposes.

MEDPROPT

The MEDPROPT maintenance object monitors the health of the MEDPRO digital
sighal processors (DSPs).

The TN802B MAPD (Multi-Application Platform for DEFINITY) Media Processor
circuit pack provides the audio bearer channels for H.323 voice over IP calls.
One TN802B circuit pack has one MEDPROPT media processing resource.
Based on system administration of audio codecs, a MEDPROPT can handle
either 31 or 22 simultaneous channels of H.323 audio processing. If the
ip-parameters form specifies only G.711 Mulaw or G.711 Alaw as the audio
codecs, the MEDPROPT can service 31 channels. If any other codec type
(G.723-5.3K, G.723-6.3K, or G.729) is administered, the MEDPROPT can only
service 22 channels.

The MEDPROPT is physically made up of 11 individual DSPs, but is treated
logically as one port. If individual DSPs on the TN802B MAPD fail, the
MEDPROPT remains in-service at lower capacity.



DEFINITY ECS Release 8.2 Maintenance for R8r 555-233-117 Issue 1
April 2000

1 Maintenance Architecture
What's new for R8r 1-5

The MEDPROPT is a shared service circuit. It is shared between H.323 trunk

channels and H.323 stations. An idle channel is allocated to an H.323
trunk/station on a call-by-call basis.

AN-LN-PT (and TR-LN-BD)

The TN793B/TN2793B Analog Line circuit pack (w/ Caller ID), and the TN797
Analog Trunk and Line circuit pack both support this Maintenance Object.

The TN793B/TN2793B Analog Line circuit pack (w/ Caller ID) provides 24 ports
for voice terminals and supports both on-premises and off-premises analog
voice terminals.

The TN797 Analog Trunk and Line circuit pack provides 8 ports, each of which
may be administered in any of several ways, as described in maintenance object
TR-LN-BD.

=—> NOTE:
The TN793B/TN2793B analog line circuit pack supports analog data
modules. When assigned, analog data modules provide access to the
NetPkt (TN794 circuit pack) data ports. To activate an analog data module
you must assign the port location on the data form and connect a modem
to the port. The analog data module can be used for connection to a CDR
output, or other adjuncts as needed. These ports are tested the same as all
other analog ports on the circuit pack.

Administrable Loss Plan

The administrable Loss Plan feature provides the user with the capability to
administer the loss or gain applied on calls. This plan provides for dynamic
administration of loss levels per station, using 2- party loss tables, and an
algorithm that calculates 3, 4, 5, and 6-party conference loss plans. Such a
feature can be used to provide additional gain, for example, on connections
involving station sets whose users have hearing impairments.

Implementation of this plan involves the addition of a new field, Di gi t al Loss
Pl an Mbdi fi cati ons: onthe system-parameters customer options form.

Traceroute

This command provides the ability to trace the route of packets originated from
DEFINITY IP boards through the LAN. The output shows the ip address of each
router or host (hop) that the packets encounter and the time elapsed between
each hop. If a DEFINITY IP board has trouble communicating with a far-end
device, the traceroute command can determine “how far” packets get toward
the destination.
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DEFINITY IP boards include:
= TN799B (or later suffix) CLAN board
» TN802B Medpro board

The output form lists:
» Hops traversed from source to destination
» |IP addresses of the hop points and the final destination
» Observed round-trip delay from the source to each hop point

If no reply is received from a potential hop point, the | P Addr ess field contains
stars (*), which indicates a timeout condition.

The primary use of this command is to determine quickly and unambiguously if

the fault lies within Lucent-provided equipment or if the fault is with the LAN or
LAN administration to which the DEFINITY ECS switch is connected.

Incomplete Command Timeout

A time-out feature has been added to the MAINTENANCE-RELATED SYSTEM
PARAMETERS form (accessed by the command change system parameters
maintenance). This feature improves the operation of daily maintenance by
allowing maintenance routines to run that might otherwise not run. It also helps to
prevent the loss of translations that were not saved by the save translation
command, and were also not saved because daily maintenance was prevented
from running prior to the system reset. Highlights of the feature include:

» Options for blank, 1, 2, 3, 4, 5, or 6 hours (the default is 2 hours)
» The blank option indicates that the feature is not active

= Only commands that block the running of daily maintenance (add,
change, duplicate, remove, and set) are affected

» All logins will time-out if any of these commands are active for the
prescribed time (except for the “blank” option)

» The feature applies to all logins, regardless of type (init, dadmin, craft,
inads) or permissions granted to the specific login ID of an administration
or maintenance user

The corresponding “time-out” entry is appended to the list history log.
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How to use the Maintenance book

This procedure begins with the system raising an alarm against a Maintenance
Object (MO), a software module that monitors the components of a circuit pack.
These components can include:

« Hardware
» System (processor) availability and conditions

» Presence of and physical connections (copper, fiber) to other
components

» Presence of certain signals (synchronization, DS1) within specific
parameters

= Environment (power, cabinet temperature sensors)

Table1-1. Alarm levels, reporting conditionsand action to take

Reported | Reported

Alarm to to

level Description INADS? | console? What action to take?

MAJOR Critical service Y Yes, after 4 Immediate attention
degradation attempts to

call INADS

MINOR Some service Y Same as Check to see what service
degradation but does not above is affected
render the system
inoperable.

WARNING | Failure that causes no NI N Monitor the situation. May
significant service be service or equipment
degradation interruption or failure

outside the switch.

1. Some system-downgraded Warning alarms are reported to INADS.

Alarms are further classified as:
» On-board problems originate in the circuitry on the alarmed circuit pack.

» Off-board problems originate in a process or component that is external to
the circuit pack.
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To clear system alarms using the appropriate maintenance book:
1. Type display alarms and press Enter.

2. A query screen displays next (Screen 1-1), asking you if you want to see
all alarms or if you want to restrict the list to certain kinds of errors.

ALARM REPORT
The followi ng options control which alarms will be displayed.
ALARM TYPES
Active? y Resol ved? n
Major? vy Mnor? vy War ni ng? y
REPORT PERI OD
Interval: m From /A To: /A
EQUI PMENT TYPE ( Choose only one, if any, of the follow ng )
Cabi net :
Port Net wor k:
Board Nunber:
Port:
K Cat egory: j

Screen 1-1. Alarm Report query screen

a. The report can be restricted by typing either y (yes) or n (no) in
these fields (shown above in bold):

= Active

= Major

= Minor

= Warning
A CAUTION:

If you choose n for major alarms and y for minor and warning
alarms, you will not see the macro-level information that you
may need to determine what is wrong with the system.

b. The Cabinet, Port Network Board Number, Port and Category fields
are described in the “Field descriptions” section.

3. After you have made your choices to tailor the report, press Enter.

4. The alarm log displays.

ALARM REPORT
Por t Mai nt enance On At Alarm  Svc Ack? Date Dat e
Nane Brd? Nane Type State 1 2 Aarned Resol ved
01C1008 DI D- TRK y MAJOR 03/ 09/ 00: 30 00/ 00/ 00: 00
Screen 1-2. Alarm Report screen

A DID trunk port in slot 10, carrier C has a MAJOR alarm.
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5. Note the value in the Port field (01C1008). This is the alarmed port
address.

6. Type display errors and press Enter.

7. A query screen displays next, asking if you want to see all the errors or if
you want to restrict the list to certain kinds of errors. Except for warning
levels (Major, Minor, Warning), the screen is the same as Screen 1-1.

Generally, unless you suspect a problem occurred within a certain time
frame or with a particular component of the system, simply pressing Enter
at the query screen displays the accumulated system errors (Screen 1-3).

HARDWARE ERROR REPCRT - ACTI VE ALARVB

Por t M ce At Err Aux First Last Err Err Rt/ A Ac
Narme Nane Type Data Qceur Qceur Cnt R H St
01C1008 DI D- TRK 1547 03/09/00: 20 03/15/01:18 255 1 7 a vy

Screen 1-3. Hardware Error Report - Active Alarms

8. Note the Error Type (Err Type field) value (1547) and the Aux Dat a
value if present.

9. Find the DID-TRK MO in the Maintenance Object chapter of the
appropriate maintenance book.

10. Inthe first table look up the initial command to run in the MAJOR row of the
table (Step 4 indicated that a DID trunk in slot 10, carrier C has a MAJOR

alarm).
MO Name (in
Alarm Log) Alarm Level Initial Command to Run! Full Name of MO
DID-TRK MAJOR? test port UUCSSpp long DID Trunk
DID-TRK MINOR test port UUCSSpp long DID Trunk
DID-TRK WARNING test port UUCSSpp DID Trunk

1. UUisthe universal cabinet number (1 for PPN, 2 - 44 for EPNs), Cis the carrier designation (A, B,
C, D, or E), SSis the number of the slot in which the circuit pack resides (01 to 21), and pp is the
two digit port number (01, 02, ...).

2. AMAJORalarm on atruk indicates that alarms on these trunks are downgraded by the set options
command and that at least 75% of the trunks in this trunk group are alarmed.

11. Type test port 01C1008 long and press Enter.

“01C1008” is the address of the alarmed port (see Screen 1-2 and Screen
1-3

12. While the port test is running, look up the Error Type (1537 from Screen
1-3) in the DID Trunk Error Log Entries table (example below).
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Table 1-2. DID Trunk Error Log entries
Error Aux Alarm On/Off
Type Data Associated Test Level Board Test to Clear Value
1537 Port Diagnostic MAJ/MIN/ | OFF test port UUCSSpp shr 1l
(#35) WRN
3840 (k) | 40965 | None

13. Since the Test to Clear Value (test port 01C1008 sh r 1) is very similar to the
initial test you ran in Step 11, wait for the results of the port test.

14. When the port test finishes, the following display appears (Screen 1-4):

TEST RESULTS

Por t Mai ntenance Name Alt. Name Test No. Result Error Code
01C1008 DI D- TRK 35 FAI L 61472

Screen 1-4. Test Results screen

15. Find the Port Diagnostic Test (#35) [from the Test No. field) in the
DID-TRK section of the Maintenance book. Note the Err or Code
(61472).

16. Look in Table 1-3 for Test #35 and then find “61472" in the Error Code
column and “FAIL” in the Test Result column read the
Description/Recommendation column.

Table 1-3. TEST #35 Port Diagnostic Test

Error Test
Code Result Description/Recommendation
61472 FAIL Battery feed test failed. A problem with the incoming CO line was

detected.

1. Check the incoming CO line for proper operation. If warranted, refer
the problem to the CO.

2. If the CO line checks out Ok, the failure must be on the DID port.
Replace the circuit pack.

17. Perform both steps in the Description/Recommendation column.

18. Test the port (test port 01C1008 long and press Enter.) again after all of
the recommendations are exhausted.
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19. If all tests pass, wait approximately 3-5 minutes for the Alarm and Error
logs to clear.
20. Type display alarms and press Enter twice.

21. Check that the DID-TRK alarm does not appear in the log.

Field descriptions

Error type Enter error type, or blank

Error List active-alarms, errors, or cleared-errors
I nterval h(our), d(ay), w(eek), m(onth), a(ll)
From/ To: Specify time interval by date and time
Cabi net Enter cabinet number (1 - 44)

Port Network  Enter port network number (1 - 44)

Board Nunber Enter 5-character board number in UUCSS format:
cabinet (1-44), carrier (A-E), slot (0-20)

Por t Enter 7-character port address in UUCSSss format:
cabinet (1-44), carrier (A-E), slot (0-20), circuit
(01-31)

Cat egory Enter category name (choose 1 from the list below:
adm-conn  announce bri/asai  cdr data-mod
detector dup-spe environ  exp-intf ext-dev
generatr inads-link infc maint mass-st
mbus memory misc mmi mnt-test
modem mssnet pkt pms/jrml  pnc
pncmaint pnc-peer procr quick-st  s-syn
spe stabd stacrk stations  sys-link
sys-prnt tape tdm tone trkbd
trkerk trunks vC vsp wideband
wireless

Ext ensi on Enter assigned extension, or blank

Trunk

Group Enter group number between 1-666

Menber Enter group member between 1-255, or blank
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Maintenance Objects

The system is partitioned into separate entities called maintenance objects
(MOs). Each MO is monitored by the system and has its own maintenance
strategy. Most MOs are individual circuit packs such as the processor circuit
pack (PROC) and expansion interface circuit pack (EXP-INTF). Some are
hardware components that reside on part of a circuit pack. For example, the TDM
bus clock (TDM-CLK) and tone generator (TONE-PT) circuits reside on the
tone/clock circuit pack (TONE-BD). Others represent larger subsystems or sets
of monitors, such as expansion port network (EXP-PN) and cabinet
environmental sensors (CABINET).

Finally, some MOs represent processes or combinations of processes and
hardware, such as synchronization (SYNC) and duplicated port network
connectivity (PNC-DUP). The above abbreviations are maintenance names as
recorded in the error and alarm logs. Individual copies of a given MO are further
distinguished with an address that defines its physical location in the system.
These addresses are described in Chapter 8, “Maintenance Commands”. Repair
instructions and a description of each MO appear alphabetically in Chapter 9,
“Maintenance Object Repair Procedures”.

Alarm and Error Reporting

During normal operations, software, hardware, or firmware may detect error
conditions related to specific MOs. The system attempts to fix or circumvent
these problems automatically, but if a hardware component incurs too many
errors, an alarm is raised.

Alarm and Error Logs

The system keeps a record of every alarm detected in the system. This record,
the alarm log, and the error log can be displayed locally on the management
terminal or remotely by Initialization and Administration System (INADS)
personnel. An alarm is classified as MAJOR, MINOR, or WARNING, depending
on its effect on system operation. Alarms are also classified as ON-BOARD or
OFF-BOARD.

» MAJOR alarms identify failures that cause critical degradation of service
and require immediate attention. On high and critical reliability systems,
MAJOR alarms can occur on standby components without affecting
service since their active counterparts continue to function.

» MINOR alarms identify failures that cause some service degradation but
do not render a crucial portion of the system inoperable. The condition
requires attention, but typically a a MINOR alarm affects only a few trunks
or stations or a single feature.
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»  WARNING alarms identify failures that cause no significant degradation of
service or failures of equipment external to the system. These are not
reported to INADS or the attendant console.

» ON-BOARD problems originate in circuitry on the alarmed circuit pack.

» OFF-BOARD problems originate in a process or component external to the
circuit pack.

Multiple alarms against a given MO can change the level of a given alarm as it
appears in the alarm log. If there is an active error against an MO that causes a
MINOR alarm and an active error that causes a MAJOR alarm, then the alarm log
would show two MAJOR alarms. If the MINOR alarm problem is resolved first, the
error is still marked as alarmed until the MAJOR alarm problem is resolved, and
the alarm log would still show two MAJOR alarms. If the MAJOR alarm problem is
resolved first, the error is still marked as alarmed until the MINOR alarm problem
is resolved, and the alarm log would now show two MINOR alarms. Similarly, the
presence of an ON-BOARD alarm will cause all alarms against that MO to report
as ON-BOARD.

=>» NOTE:
To determine the actual level and origin of each alarm when there are more
than one against the same MO, you must consult the Hardware Error Log
Entries table for that MO.

The alarm log is restricted in size. If the log is full, a new entry overwrites the
oldest resolved alarm. If there are no resolved alarms, the oldest error (which is
not alarmed) is overwritten. If the log consists of only active alarms, the new
alarm is dropped.

INADS Alarm Reporting

All Major and Minor alarms and some downgraded Warning alarms are reported
to INADS. (Some classes of alarms can be downgraded to lower levels by INADS
at the customer’s request). When the system raises one of these alarms, an
attempt is made to call INADS. If the call to INADS fails, the call is retried in 7
minutes. This is repeated until four attempts have been made in a period of
approximately 21 to 30 minutes. If all 4 attempts fail, the system waits 1 hour.
Then it starts over again with 4 call attempts spaced 7 minutes apart. This cycle
repeats until either the call to INADS successfully completes, or until the whole
cycle is repeated 6 times. If, at any time during, a new alarm is raised by the
system that should be reported to INADS, all timers and counts are reset and the
strategy is repeated from the beginning.

During the 4 call attempts, the ACK lamp on the attendant console is turned off.

Approximately 15 minutes into the hour interval between call attempts, the ACK

lamp flashes, indicating the system is having trouble reporting alarms to INADS.
At the end of the entire scenario described above, if the system could not report
the alarm to INADS, the ACK lamp continues to flash.
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Port Network Connectivity (PNC)

Port network connectivity is the equipment and controlling software that allows
building large systems comprised of multiple Port Networks (PNs). Each PN is
composed of Time Division Multiplexing (TDM) and packet (PKT) busses, and
the port circuit packs connecting to them. A multi-carrier cabinet can contain
more than one PN.

=>» NOTE:
The terms LAN bus and PKT bus are interchangeable on the Release 8.1r.
This document uses the term PKT bus, but “LAN” appears marked on some
hardware components.

This section describes the hardware, software and firmware components that
support the PNC. Knowledge of the service and maintenance functions of these
components will aid in diagnosing and resolving troubles. Troubleshooting
techniques for general PNC components such as busses appear in Chapter 6,
“Additional Maintenance Procedures”.

PNC Configurations

The PNC is provided in one of two different configurations: Direct Connect and
Center Stage Switch (CSS). In either configuration the TN570 Expansion
Interface (El) board provides the interface to the data on the TDM/PKT busses. In
the direct connect configuration up to three PNs connect by hardware between
each pair of PN Els. See Figure 1-1.
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E PPN
| Cabinet 1
Lo d PORT Carrier
Sot# —— 2
E PPN
| Cabinet 1
Lo d PORT Carrier
Sot# —= 2
\ Fiber Links =
E|E EPN EIE EPN
11 Cabinet 2 11 Cabinet 3
== Carrier A F == Carrier A
Sot# —= [1]2 Sot# —= 1|2

Figure 1-1. Direct Connect PNC

In the CSS configuration, up to 16 PNs (including the PPN) can connect to one
switch node (SN). With two SNs, up to 22 PNs can be connected. Each SN
consists of a carrier containing the following components (in critical reliability
systems, each SN is duplicated on a second, identically configured carrier):

» 1to 16 switch node interface (SNI) circuit packs (TN573)

Each SNI serves as the interface for TDM/PKT data to and from its
associated PN El or to and from an SNI in the other switch node.

» 1 or 2 switch node clock (SNC) circuit packs (TN572)
The SNCs provide timing for bit synchronized switching among the SNis.
= Two power units

Each power unit provides +5V to the circuit packs in its half of the SN and
to both SNCs.

= Optionally in the PPN only, one Expansion Interface
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= Optionally, 1 or 2 DS1 converter (DS1C) circuit packs

The DS1 CONV circuit packs allow PNs to be located remotely up to 100
miles (161 km) between the two most distant PNs. The DS1 CONVs
provide DS1 facility transport for a subset of the fiber timeslots between
Els in a direct connect system or between Els and SNis in CSS
configurations. They can also be located on port carriers.

= TDM and PKT busses, and bus terminations

There are 16 data busses in the SN. Each SNI has a slot dependent data
bus on which it transmits data and has 16 inputs, one for each SN SNI slot,
including its own. The data busses are terminated by 4 AHF105 paddle
boards that mount on the backside of the backplane slots 2 and 20.

= Power distribution and control leads

Figure 1-2 shows two examples of CSS configurations. lllustrations of the switch
node carrier hardware appear in Chapter 2.
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CSS with one switch node
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CSS with two switch nodes
EPN EPN
E| EI EI EI E\
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Sotnumber 1 2| 3|4|5|6/7 8 9 10 1112 13 14 15|16) 17|18 |19 20 |21
Switch s|s|s s|s|s
node * * %
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1E tfrpifefrjrjrfr]c clojr|rjr il
Inter-switch
node
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Switch s|s|s|s|s|s|s|s|s s|s|s|s|s|s|s|s|s|
node N|N|[N|IN|/N|N|N|N|N N[N|N|N|N|IN|IN|IN|N
carier
2 E tfrpfefrjrjrfr]c cli]l
Sotnumber 1 2| 3 4 6 7 8

EPN EPN EPN
El El El
EPN
El

9 10 1112 13 14 15 16/ 17 18 19 20 21
EPN EPN EPN
El El El
EPN EPN
El El

* The PPN El or aDSIC circuit pack may reside in this slot

** A DSIC circuit pack may residein this slot

Figure 1-2. Center Stage Switch Configurations (Simplex Examples)
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SPE Duplication

The Switch Processing Element (SPE) consists of the following circuit packs.

Table 1-4. SPE Circuit Packs and Maintenance Objects

Associated
Apparatus Code Circuit Pack Name Maintenance Objects
TN1648 System Access and SYSAM
Maintenance
UN330B Duplication Interface DUPINT,
DUP-CHL
UN331B Processor PROCR
TN1650B Memory MEM-BD
TN1655 Packet PKT-INT
UN332 Mass Storage System/ Network | H-ADAPTR,
Control (MSSNET) SW-CTL
TN1657 Disk Drive DISK
TN1656 Tape Drive (Removable Media) | R-MEDIA
or STBY-SPE
TN2211 Optical Disk (Removable Media) | STO-DATA

These circuit packs reside on the A carrier (control carrier) of the PPN in all
systems, except for the UN330B which is found only in high and critical reliability
systems. In high and critical reliability systems, the PPN B carrier duplicates
exactly the configuration of the A carrier, making two identical SPE complexes.
This duplication allows the system to recover from many faults, and enables
troubleshooting and repairing of SPE components without interrupting service.

The Tone-Clock circuit pack also resides on the control carrier, and is also
duplicated. However, it is not considered a part of the SPE. Although the
SPE-Select switches control Tone-Clock selection, its duplication strategy differs
from that of the SPE. See the “TDM-CLK (TDM Bus Clock)” and “TONE-BD
(Tone-Clock Circuit Pack)” sections in Chapter 9, “Maintenance Object Repair
Procedures” for details.

Duplicated SPEs employ an active/standby strategy. At any one time, one SPE, A
or B, is designated active and controls the switch services network. The other
SPE, designated standby, is not required for switch service but remains ready to
become active and resume control of service should a service-affecting failure
occur in the active SPE. This action is termed an SPE interchange. It is important
that the standby SPE be kept as available as possible to allow for a rapid
interchange.
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Standby SPE Availability

The STBY-SPE maintenance object is responsible for testing of the standby SPE
so that any faults that would prevent it from being available for service can be
isolated and repaired. Various factors affect the availability of the standby SPE:

= The condition of the individual hardware components of the standby SPE,
including circuit packs, power supplies, cables and other supporting
components.

Loss of power in an SPE due to power supply or power delivery
components is discussed under the condition SPE-Down. If a circuit pack
in the standby SPE that is critical to call service has failed, the standby will
not be able to become active. Maintenance testing of the standby SPE
allows isolation and repair of component problems so that the standby can
be made available again.

» Standby memory content

Each write operation in active memory is shadowed to the corresponding
location in the standby SPE’'s memory. The standby memory should be in
agreement with the active in order to support an interchange that will
preserve call, feature and translation information. Maintenance software
tracking the STBY-SPE MO aims to keep the two memories in agreement.

» Standby State-of-Health (SOH)

The Duplication Interface circuit packs maintain a state-of-health value
which reflects the availability of the standby SPE. If the Standby SPE's
state-of-health level is too poor, it cannot automatically be interchanged
into (made active).

» Standby SPE-Down

If the standby SPE is completely dead and held reset by its SYSAM (in
SPE-Down), or the standby SPE has no power, it is unavailable for service.

» System Time-of-Day

If the Time-of-Day clock of the standby SPE is substantially out of synch
with the active, interchanges could be more disruptive to service than
desirable.

System software running on both active and standby SPEs attempts to ensure
that the standby SPE is kept fully available in terms of the above factors. The
health of both the active and standby is tracked as a State-of-Health (SOH)
value.
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Figure 1-3. Duplicated SPEs — Hardware Configuration
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Standby SPE State of Health

The Duplication Interface circuit packs on each of the two SPEs keep track of the
State of Health (SOH) of each of the two SPEs. This circuitry ensures that, at any
time, unless the SPE-select switches are locked:

=« Ifthe two SPEs have the same SOH, the current active SPE remains active.

= If the two SPEs have different SOH, the SPE with the better SOH becomes
or remains the active SPE.

These descriptions apply to SOH levels on the standby SPE. Four possible levels
of SPE SOH are supported and maintained by system hardware and software.

functional The standby SPE is fully healthy with up-to-date
memory content identical to active SPE memory
content. An interchange into this SPE will cause minimal
service disruption.

not refreshed The standby SPE’s hardware and operational software
are fully healthy but the standby memory content is not
currently identical to active SPE memory content.
Typically either memory shadowing is off or a memory
refresh operation is in progress to bring the memories’
contents into agreement. Interchange into an SPE of
this health level will lead to calls dropping and a service
outage of several minutes.

partially-functional  One of the following conditions is in effect:

— A failure of a critical standby SPE component has
occurred.

— The standby SPE has been busied out.

— The SPE s in recent interchange mode (see
“STBY-SPE (Standby SPE Maintenance)” in Chapter
9, “Maintenance Object Repair Procedures”).

non-functional This is the worst and most seriously disabled state of a
standby SPE. The SPE has lost either power or basic
sanity; the standby processor and its software are
unable to cycle. Such an SPE cannot be made active
by an interchange.
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Standby SPE Maintenance Architecture

The maintenance strategy for the standby SPE is based on several independent
components.

= Maintenance of handshake communication so that software on the active
SPE can control maintenance of the standby SPE and its components.

» Controlling memory shadowing and performing the standby memory
refresh operation.

= Activities, independent of handshake communication and memory
shadowing, used to allow tracking of the standby SPE’s condition. This
includes reading of hardware status to determine the actual state of
standby SPE.

As shown in Figure 1-4, all maintenance capabilities for the standby SPE are built
upon these three strategies.

Standby SPE Sa";m"fy Maintain
Hardware Status owing Handshake
Reading Communication
Memory Handshake Handshake
Maintain Refresh Comm. Up Comm.Down
Standby SOH,
Shadowing,
Lock
Status
G3-MT Error/Alarm Time of day Stby SPE
Accessto Logging cdlocks down/lock
Standby SPE for Standby . N
Components Components insync
G3-MT
Accessto
SPE-Down
Interface

Figure 1-4. Components of Standby Maintenance
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Standby SPE maintenance software is designed to attempt to self-correct
problems. If a problem occurs, this software automatically tries to address the
problem, bring the standby SPE back to a state of availability and clear all alarms
which might have been raised. Typically, if a standby SPE problem has not
cleared, it is of a hardware nature and some type of hardware component
maintenance or replacement action is indicated. Once such corrections have
been made, the system software will automatically bring the standby SPE back to
full availability. There is no management terminal command to stimulate refresh of
standby SPE memory; system software automatically accomplishes this itself
when conditions are appropriate. The same is true of efforts to turn on shadowing
where no explicit user interface command to turn on/off shadowing is available
(note that busyout/release, below, can be used to indirectly accomplish this).

Standby Maintenance Monitor Software

The Standby Maintenance Monitor (SMM) is a software package that is always
running on key components of the standby SPE to verify its competence. SMM
tests individual standby SPE components and reports back to the active SPE, by
the handshake message, any failures of individual tests. Failure reports trigger
enhanced maintenance attention to standby SPE component problems by active
SPE software. SMM also ensures that when handshake communication has been
down for an extended period, the standby SPE will transition into the SPE-down
state.

Handshake Communication

Every 30 seconds, the active SPE sends a handshake request message to SMM
and waits for SMM to respond with a handshake response message. This
message transmission occurs across the Duplication Interface circuit packs and
their interconnecting cable. As long as SMM responds to these regular
handshake request messages, handshake communication is considered up as
reported on the status spe screen.

The physical path of handshake communication is illustrated below. Hardware
problems at any point in this route could interfere with handshake
communication. If the standby SPE fails to respond to four successive
handshake requests, handshake communication is considered down. A major
alarm is logged against STBY-SPE with error type 1 logged. The status spe
screen will indicate that handshake is down. It is then no longer possible to
communicate with the standby SPE. Maintenance testing of the standby by the
active SPE (or by command) is discontinued, and the error and alarm logs
become outdated for standby components.

Handshake communication failure is a severe and rare condition. It is due to
either a failure of Duplication Interface hardware or a catastrophic failure of the
standby SPE. As long as the active SPE is not locked by the switches, software
attempts every 30 seconds, to re-establish handshake communication.
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When the SPEs are locked with the switches, handshake communication is
physically impossible, but no alarm is raised. When the standby is busied out,
handshake communication should remain up, but in any case, only the busyout
WARNING alarm will be raised.

Whenever the active SPE has undergone a restart (levels 1-5), handshake is
technically considered down during and just after the restart. After a level 1 (hot)
restart, if there are no standby SPE problems, handshake communication should
be restored within 30 seconds. After active-SPE restarts of levels 2 and up,
handshake should be restored within 3 minutes of G3-MT re-enabling.

The active SPE keeps hardware configuration and vintage data about the
components of the standby SPE. This data can be accessed with list
configuration control. Whenever handshake is down, this data may be out of
date. Whenever handshake has been down and is restored, the active SPE
requests standby SPE software to transmit the current version of this data. The
data is then stored in active SPE memory.

Failure to use the lock-and-power- down method for standby circuit pack
replacement can lead to incorrect standby component hardware configuration
and vintage data.
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Figure 1-5. Handshake Communication Path
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Maintenance of Standby Components

When handshake communication is up, maintenance for individual components
of the standby SPE is the same as that for the active (except in some details for
PKT-INT). The same commands are used to test standby and active circuit
packs, and the error and alarm logs maintained on the active side record data for
both.

If a major on-board alarm is raised against a standby SYSAM, Processor,
Memory, MSSNET, or Packet Interface board, the standby SPE’'s SOH is lowered
to partially-functional. Once that board’s problem is fixed and the alarm cleared,
system software automatically raises the standby SPE's SOH to not-refreshed or
functional, depending on whether its memory is up to date.

Standby component faults can also affect memory shadowing. Certain faults can
have negative effects on system operation if memory shadowing is left on. When
these components get major alarms, memory shadowing is automatically kept off
by system software. These are referred to as shadowing relevant components.
Roughly, these include the hardware that provide shadowing or the hardware into
which shadowed writes occur.

Table 1-5 below shows the effect often major on-board alarms against standby
components on standby SOH and on memory shadowing. Note that off-board
alarms, minor alarms and warning alarms have no effect on memory shadowing
or on the SOH of the standby SPE.

Table 1-5. Effects of Major Alarms on Shadowing and Standby SOH

Alarmed

Component SOH Effect Shadowing Effect
PROCR partially functional no effect
MEM-BRD partially functional shadowing kept off
SW-CTL partially functional shadowing kept off
SYSAM partially functional no effect
PKT-INT partially functional shadowing kept off
DUPINT no effect shadowing kept off
DUP-CHL no effect shadowing kept off
H-ADAPTR no effect no effect
DISK no effect no effect
R-MEDIA no effect no effect
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When handshake communication is down, but the standby SPE is not in
SPE-down mode (SOH is not nonfunctional), autonomous testing of standby SPE
components by the SMM occurs on the standby SPE. If a component fails a test
while handshake is down, its red LED is lit and the standby SOH is lowered to
partially-functional.

A standby SPE component is considered to be testable if it can be tested with
the usual maintenance commands from a management terminal connected to an
ACTIVE connector on the SPE. In this condition, full maintenance software for it is
running in the active SPE and the error/alarm data for it is up to date. Table 1-6
gives testability requirements for the various SPE components.

Table 1-6. Testability Requirements for Standby Components

Component Required Condition
PROCR handshake up
MEM-BD handshake up
SW-CTL handshake up
SYSAM handshake up
PKT-INT handshake up and Stby Refreshed
DUPINT handshake up
DUP-CHL handshake up
H-ADAPTR handshake up
DISK handshake up and Stby Refreshed
R-MEDIA handshake up and Stby Refreshed

Locking the Active SPE

Duplication Interface hardware supports the ability to lock the active SPE in
active mode by means of the SPE-Select switches. The procedure for safely
doing this is described in Chapter 5, “Alarms, Errors, and Troubleshooting”, and
in “STBY-SPE (Standby SPE Maintenance)” in Chapter 9, “Maintenance Object
Repair Procedures”. In locked mode, the system operates as if it is simplex:

» The standby SPE is inaccessible to the active SPE and active G3-MT
login.

» No SPE-interchange is possible.

» Handshake is down and memory shadowing is off.
The locked state is intended for temporary use to prevent interchanges during
maintenance sessions. No alarm is raised when the switches are locked.

However, alarms against SPE-SELE are raised later if the switches are left out of
the AUTO position for an extended length of time.
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Memory Shadowing

Memory shadowing is used to keep the standby SPE’'s memory content
up-to-date relative to the active SPE's memory. Memory shadowing is turned on
automatically when the standby SPE has booted up and completed its own
memory testing. Each write operation in active memory is replicated in the
corresponding location in standby memory.

When shadowing into the standby SPE has been off (as when the system first
comes up), system software checks to see if it is safe to restore shadowing.
Handshake communication must be up. Then software verifies (with Test #920)
that the SPEs have identical hardware configurations. If this passes and there are
no shadow-relevant component failures, system software turns on shadowing
again.

Once shadowing is turned on, it is necessary to refresh the contents of standby
memory to bring it into full agreement with the active’'s by copying every word of
active SPE memory to the standby. This takes approximately 5 minutes, though
traffic load can increase the duration. When completed, the standby SPE is said
to be "refreshed". status spe or the Standby SPE Status Query Test (#855) in the
STBY-SPE test sequence can be used to check the REFRESH status of the
standby. Unless the standby SPE is refreshed, interchange into it can disrupt
service for several minutes. Otherwise, interchanges are minimally disruptive. A
standby SPE exiting lock mode or just released from busyout must undergo this
full re-initialization.

System software tracks the operation and raises a major alarm when refresh
failure occurs. If shadowing stays on, system software automatically tries to
refresh again 5 minutes later.

Generally, memory shadowing should always remain on. But there are conditions
when the system legitimately operates with shadowing off:

» The standby SPE is undergoing any restart.

» The active SPE is undergoing a restart level of 2 or greater.

» The active SPE is locked.

» The standby SPE is busied out.
In any other situation, it is an error condition for shadowing to be off. The first 2
situations are transitory and shadowing should automatically be restored within

10 minutes. If shadowing has been on for several minutes, it is an error condition
for the standby not to be refreshed.
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Initialization: Bringing the Standby SPE Up

When the standby SPE has been out of service or is first coming up, SPE
software executes the following steps:

1. Establishes handshake communication.

2. When SMM answers handshake, raises the standby SPE’'s SOH to not
refreshed if it has no critical component alarms, or partially functional
there are critical component alarms.

3. Tests for component mismatch (test number 920).

4. If there is no mismatch, and no major alarms against shadow-relevant
components, and if SMM permits, turns on memory shadowing

5. If memory shadowing is successfully turned on, initiates the process of
overall memory refresh

6. When refresh completes, if there are no critical component major alarms,
raises the standby SPE's SOH to level functional

Standby SPE initialization is a lower priority than initializing the active SPE and is
therefore “paced” to lower CPU consumption. The above steps are carried out at
10 second intervals. During system initialization, the above sequence begins
about 2 minutes after the terminal login prompt becomes available. Normally, the
standby SPE should be fully initialized about 5 minutes after the availability of the
login prompt. You can follow the execution of this sequence by repeatedly
entering the command “status spe.”

Should a step of this initialization sequence fail, system software retries that step
at 30 second intervals until it succeeds. It does not proceed to the next step until
the current one has succeeded. The failed condition is alarmed.

A procedure for bringing up the standby SPE after being in the SPE-down or
locked modes is described at the end of Chapter 4, “Initialization and Recovery”.
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Power Interruptions

System cabinets and their associated power supplies can be powered by
110/208 volts AC either directly or from an Uninterruptible Power Supply (UPS)
system. Alternatively, the cabinets and their power supplies may be powered by
a -48 VDC battery power plant, which requires DC-to-DC conversion power units
in the system.

If power is interrupted to a DC-powered cabinet or an AC-powered cabinet
without optional backup batteries, the effect depends upon the decay time of the
power distribution unit. If the interruption period is shorter than the decay time,
there is no effect on service, though some -48V circuits may experience some
impact. If the decay time is exceeded for a PPN, all service is dropped,
emergency transfer is invoked and the system must reboot when power is
restored. If the decay time is exceeded for an EPN, all service to that Port
network is dropped and the EPN must be reset when power is restored. If the
EPN contains a Switch Node carrier, all service to Port Networks connected to
that Switch Node is dropped.

Single-carrier cabinets, which can be used for EPNs, also have no battery
backup. If power is interrupted for more than 0.25 seconds, all service is
dropped, and emergency transfer is invoked for the EPN.

In the above cases, the cabinet losing power is unable to log any alarms.

However, in the case of an EPN going down while the PPN remains up, alarms
associated with the EPN will be reported by the system.

Nominal Power Holdover

AC-powered multicarrier cabinets are equipped with an internal battery, powered
by its own charger, that provides a short term holdover to protect the system
against brief power interruptions. This feature, known as the Nominal Power
Holdover, is optional on cabinets supplied by a UPS and required on all other
AC-powered cabinets. The battery is controlled in such a manner that it
automatically provides power to the cabinet if the AC service fails. The duration
of the holdover varies according to the type of carrier and whether or not the
system has a duplicated SPE. See Table 1-7 for duration times:

Table 1-7. Nominal Power Holdover

Cabinet Type Control Carrier | Entire Cabinet
PPN, duplicated SPE | 5 minutes 10 seconds
PPN, simplex SPE 10 minutes 10 seconds
EPN 10 minutes 15 seconds
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Effects of Power Interruptions

Power holdover is controlled by software in the above manner in order to allow
the system to sustain multiple brief power interruptions without exhausting the
batteries before they have time to recharge. After power is restored, the batteries
are recharged by a circuit that monitors current and time. If the batteries take
more than 30 hours to recharge, a minor alarm is raised, indicating that the
batteries must be replaced or the charger replaced.

The 397 Battery Charger Circuit immediately detects loss of AC power and raises
a warning alarm against AC-POWER that is not reported to INADS. Certain
maintenance objects such as external DS1 timing will report major alarms in this
situation. When power is restored, the AC-POWER alarm is resolved.

PPN Cabinet with Power Holdover

When power is interrupted to a PPN cabinet, the effects depend upon the
duration of the outage. Battery power is supplied to the whole cabinet for 10
seconds. If power is restored during that period, service is not affected. If the
interruption exceeds the cabinet holdover period, but is restored before the
control carrier holdover expires, all service is dropped and emergency transfer is
invoked. The SPE is kept up allowing for a speedy restoration of service since a
reboot is not required. All non-SPE circuit packs must be reinserted, taking about
a minute, depending on the size of the system. If the interruption exceeds the
control carrier holdover, all service is dropped and the system must reboot when
power is restored, taking up to 15 minutes, depending on the size of the system.
Human intervention may be required if central office equipment has been busied
out.

EPN Cabinet with Power Holdover

When power is interrupted to an EPN MCC for less than 15 seconds, no service
effect results. If the interruption exceeds 15 seconds, only the control carrier is
kept up. Circuit packs on other carriers are powered down. Only calls and other
services maintained by circuit packs on the control carrier are maintained. For
this reason, critical services and those that require a long time to restore (for
example, Announcement circuit packs) should be located on control carriers. All
service to Port Networks connected to a Switch Node in the EPN is lost. When
power is restored, all affected EPNs are reset by system software (see “EXP-PN
(Expansion Port Network)” in Chapter 9, “Maintenance Object Repair
Procedures”). As with the PPN, a warning alarm is raised against AC-POWER.
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External Alarm Leads

Each cabinet provides two leads for one major and one minor alarm contact
closure that can be connected to external equipment. These are located on the
SYSAM and Maintenance circuit packs. If the switch is under warranty or a
maintenance agreement, EXT-DEV alarms are generated by the equipment
connected to these leads and reported to INADS. These may be used to report
failures of UPSs or battery reserves powering the switch. They are also
commonly used to monitor adjuncts such as AUDIX.

Protocols

This section describes the protocols handled by the system and the points where
these protocols change. Figure 1-6 is a pictorial guide through data-
transmission state changes. Figure 1-6 illustrates the flow of data from DTE
equipment, like a terminal or host, through DCE equipment, like a modem or data
module, into a communications port on the system. The data flow is shown by
solid lines. Below these lines are the protocols used at particular points in the
data stream.

Not shown in the Figure 1-6 is the treatment of D-channels in ISDN-PRI and
ISDN-BRI transmissions. PRI and BRI D-channels transport information elements
that contain call-signaling and caller information. These elements conform to
ISDN level-3 protocol. In the case of BRI, the elements are created by the
terminal or data module; for the PRI, the elements are created by the system,
which inserts them into the D-channel at the DSL1 port.

For ISDN transmissions, therefore, BRI terminals and data modules, and DS1
ports insert, interpret, and strip both layer-2 DCE information and layer-3
elements. Also, the DS1 port passes layer-3 elements to the system for
processing.
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Layers

The Open System Interconnect (OSI) model for data communications contains
seven layers, each with a specific function. Communications to and through the
system concern themselves only with layers 1 and 2 of the model.

Layer 1, or the physical layer, covers the physical interface between devices and
the rules by which bits are passed. Among the physical layer protocols are
RS-232, RS-449, X.21, DCP, DS1, and others.

Layer 2, or the data-link layer, refers to code created and interpreted by the DCE.
The originating equipment can send blocks of data with the necessary codes for
synchronization, error control, or flow control. With these codes, the destination
equipment checks the physical-link reliability, corrects any transmission errors,
and maintains the link. When a transmission reaches the destination equipment,
it strips any layer-2 information the originating equipment may have inserted. The
destination equipment only passes to the destination DTE equipment the
information sent by the originating DTE equipment. The originating DTE
equipment can also add layer-2 code to be analyzed by the destination DTE
equipment. The DCE equipment treats this layer as data and passes it along to
the destination DTE equipment as it would any other binary bits.

Layers 3 to 7 (and the DTE-created layer 2) are embedded in the transmission
stream and are meaningful only at the destination DTE equipment. Therefore,
they are shown in the figure as “user-defined,” with no state changes until the
transmission stream reaches its destination.
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Figure 1-6. Data Transmission States
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Usage

The following is a list of the protocols when data is transmitted to and through the
system. The list is organized by protocol layers. Refer to Figure 1-6.

Layer-1 Protocols

Layer-1 protocols are used between the terminal or host DTE and the DCE, used
between the DCE equipment and the system port, and used inside the system.

The following layer-1 protocols are used between the DTE equipment and the
DCE equipment. DCE equipment can be data modules, modems, or Data
Service Units (DSUs). A DSU is a device that transmits digital data to a particular
digital endpoint over the public network without processing the data through any
intervening private network switches.

» RS-232— A common physical interface used to connect DTE to DCE.
This protocol is typically used for communicating up to 19.2 kbps

» RS-449 — Designed to overcome the RS-232 distance and speed
restrictions and lack of modem control

» V.35— A physical interface used to connect DTE to a DCE. This protocol
is typically used for transmissions at 56 or 64 kbps

The following protocols are used at layer 1 to govern communication between the
DCE equipment and the port. These protocols consist of codes inserted at the
originating DCE and stripped at the port. The DS1 protocol can be inserted at the
originating, outgoing trunk port and stripped at the destination port.

» Digital Communications Protocol (DCP)— A standard for a 3-channel link.
This protocol sends digitized voice and digital data in frames at 160 kbps.
The channel structure consists of two information (I) channels and one
signaling (S) channel. Each I-channel provides 64 kbps of voice and/or
data communication and the S-channel provides 8 kbps of signaling
communication between the system and DTE equipment. DCP is similar to
ISDN-BRI

» Basic Rate Interface (BRI)— An ISDN standard for a 3-channel link,
consisting of two 64-kbps bearer (B) channels and one 16-kbps signaling
(D) channel. For the implementation of this standard, see DEFINITY
Communications System and System 75 and System 85 ISDN BRI
Reference, 555-025-103
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Primary Rate Interface (PRI) — An ISDN standard that sends digitized
voice and digital data in T1 frames at 1.544-Mbps or, for countries outside
the United States, in E1 frames at 2.048-Mbps. Layer 1 (physical), layer 2
(link), and layer 3 (network) ISDN PRI protocols are defined in AT&T
System 75 and 85 — DS1/DMI/ISDN-PRI — Reference Manual,
555-025-101. At 1.544 Mbps, each frame consists of 24 64-kbps channels
plus 8 kbps for framing. This represents 23 B-channels plus 1 D-channel.
The maximum user rate is 64 kbps for voice and data. The maximum
distances are based on T1 limitations. At 2.048 Mbps, each E1 frame
consists of 32 64-kbps channels

Analog — A modulated voice-frequency carrier signal

ADU Proprietary — A signal generated by an ADU. The signal is for
communication over limited distances and can be understood only by a
destination ADU or destination system port with a built-in ADU

Digital Signal Level 1 (DS1)— A protocol defining the line coding,
signaling, and framing used on a 24-channel line. Many types of trunk
protocols (for example, PRI and 24th-channel signaling) use DS1 protocol
at layer 1

European Conference of Postal and Telecommunications rate 1 (CEPT1)
— A protocol defining the line coding, signaling, and framing used on a
32-channel line. Countries outside the United States use CEPT1 protocol

the system, data transmission appears in one of two forms:

Raw digital data, where the physical layer protocols, like DCP, are
stripped at the incoming port and reinserted at the outgoing port.

Pulse Code Modulation (PCM)-encoded analog signals (analog
transmission by a modem), the signal having been digitized by an
analog-to-digital coder/decoder (CODEC) at the incoming port.

Layer-2 Protocols

Layer-2 protocols are given below:

8-bit character code — Between the DTE equipment and the DCE
equipment. Depending on the type of equipment used, the code can be
any proprietary code set.

Digital multiplexed interface proprietary — Family of protocols between
the originating DCE and the destination DCE for digital transmission. See
DEFINITY Communications System and System 75 and System 85
DS1/DMI/ISDN PRI Reference, 555-025-101; and Digital Multiplexed
Interface [DMI] Technical Specification, 555-025-204

Voice-grade data— Between the originating DCE and the destination
DCE for analog transmission
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Protocol States

Table 1-8 summarizes the protocols used at various points in the data
transmission stream. See Figure 1-6.

Table 1-8. Protocol Satesfor Data Communication

Incoming
Transmiss- DTE to OslI Protocols DTE to | DCE to System
ion Type DCE Layer | DCE Port Inside System
Analog Modem 1 RS-232, RS-449, analog PCM
or V.35
2 8- or 10-bit code voice-grade data | voice-grade data
ADU 1 RS-232 ADU proprietary raw bits
2 asynchronous asynchronous DMI
8-bit code 8-bit code
Digital Data 1 RS-232, RS-449, DCP or BRI raw bits
Module or V.35
2 8-bit code DMI DMI
Digital 1 any DS1 PCM or raw bits
f;gvr;?ll 2 8-bit code DMI or voice- DMl or voice- grade
(DS1) grade data data
=> NOTE:

OSI means Open Systems Interconnect
PCM means Pulse Code Modulated

DMI means Digital Multiplexed Interface

Both the physical-layer protocol and the Digital Multiplexed Interface (DMI) mode
used in the connection are dependent upon the type of 8-bit code used at layer 2
between the DTE equipment and DCE equipment, as listed in Table 1-9 and

Table 1-10.

Table 1-9. Physical-Layer Protocol Versus Character Code

Protocol Code

RS-232 Asynchronous 8-bit ASCII, and synchronous
RS-449 Asynchronous 8-bit ASCII, and synchronous
V.35 Synchronous
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Table 1-10. Digital Multiplexed Interface (DMI) Mode Versus

Character Code

DMI Mode Code

0

Synchronous (64 kbps)

Synchronous (56 kbps)

Asynchronous 8-bit ASCII (up to 19.2 kbps), and synchronous

1
2
3

Asynchronous 8-bit ASCII, and private proprietary

Connectivity Rules

Figure 1-6 implies the following connectivity rules:

Only the DS1 port and the analog trunk port are trunking facilities (all other
ports are line ports). For communication over these facilities, the
destination DCE equipment can be a hemisphere away from the system,
and the signal can traverse any number of intervening switching systems
before reaching the destination equipment.

Data originating at any type of digital device, whether DCP or BRI, can exit
the system at any type of digital port — BRI, digital-line, PRI, DS1, and
others; as long as the call destination is equipped with a data module
using the same DMI mode used at the call origin. This is because once the
data enters the system through a digital port, its representation is uniform
(raw bits at layer 1, and DMI at level 2), regardless of where it originated.

Although data entering the system through an EIA port has not been
processed through a data module, the port itself has a built-in data
module. Inside the system, port data is identical to digital line data. Data
entering the system at a DCP line port can exit at an EIA port. Conversely,
data entering the system at an EIA port can exit at any DCP line port. The
destination data module must be set for Mode-2 DMI communication.

\oice-grade data can be carried over a DS1 facility as long as the
destination equipment is a modem compatible with the originating modem
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» If a mismatch exists between the types of signals used by the endpoints in
a connection (for example, the equipment at one end is an analog
modem, and the equipment at the other end is a digital data module), a
modem-pool member must be inserted in the circuit. When the endpoints
are on different switches, it is recommended that the modem-pool
member be put on the origination or destination system. A modem-pool
member is always inserted automatically for calls to off-premises sites via
analog or voice-grade trunking. For internal calls, however, the systems
are capable of automatically inserting a modem-pool member.

» Data cannot be carried over analog facilities unless inside the system it is
represented as a Pulse Code Modulation (PCM)-encoded analog signal.
To do this for data originating at a digital terminal, the signal enters the
system at a digital port and exits the system at a digital port. The signal
then reenters the system through a modem-pool connection (data-module
to modem to analog-port) and exits the system again at an analog port.

» Although DS1 is commonly called a trunk speed, here it names the
protocol used at layer 1 for digital trunks. Some trunks use different
sighaling methods but use DS1 protocol at layer 1 (for example, PRI and
24th-channel signaling trunks).

Disconnect Supervision

Disconnect supervision means the CO has the ability to release a trunk when the
party at the CO disconnects, and the system is able to recognize the release
signal. In general, a CO in the United States provides disconnect supervision for
incoming calls but not for outgoing calls. Many other countries do not provide
disconnect supervision on either incoming or outgoing calls.

The system must provide the assurance that at least one party on the call can
control the dropping of the call. This avoids locking up circuits on a call where no
party is able to send a disconnect signal to the system. Internal operations must
check to be sure one party can provide disconnect supervision. An incoming
trunk that does not provide disconnect supervision is not allowed to terminate to
an outgoing trunk that does not provide disconnect supervision.

In a DCS environment, an incoming trunk without disconnect supervision can
terminate to an outgoing DCS trunk connecting two nodes. The incoming trunk is
restricted from being transferred to a party without disconnect supervision on the
terminating node.

This is because, through messaging, the terminating node knows the originating
node cannot provide disconnect supervision. This messaging is not possible with
non-DCS tie trunks, and the direct call is denied.
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Some two-wire loop start trunks outside the United States provide busy tone
disconnect in place of line signals. For these trunks, an adjunct can be attached
to the trunk to listen for busy or other disconnect tone. When a tone is detected,
the adjunct sends line signals for disconnect to the system.

Administration is provided for each trunk group to indicate whether it provides
disconnect supervision for incoming calls and for outgoing calls.

Transfer on Ringing

A station or attendant may conference in a ringing station or transfer a party to a
ringing station. When a station conferences in a ringing station and then drops
the call, the ringing station is treated like a party without disconnect supervision.
However, when a station transfers a party to a ringing station, the ringing station
party is treated like a party with disconnect supervision. Two timers (Attendant
Return Call Timer and Wait Answer Supervision Timer) are provided to ensure the
call is not locked to a ringing station.

Conference, Transfer, and Call-Forwarding
Denial

If a station or attendant attempts to connect parties without disconnect
supervision together, the following is possible:

» Digital Station or Local Attendant Transfer. if a digital station attempts to
transfer the two parties together, the call appearance lamp flutters,
indicating a denial. If transferring to a DCS trunk, the denial may drop the
call since the transfer is allowed and the other system is queried for
disconnect supervision.

» Analog Station Transfer. if an analog station attempts to transfer two
parties together by going on-hook, the analog station is no longer on the
call and the transfer cannot be denied.

» Centralized Attendant Service (CAS) Attendant Transfer. if a CAS attempts
to transfer two parties together by pressing the release key, the release
link trunk is released and the branch attempts a transfer by going on-hook

» Station Conference/Dropout. if a station conferences all parties, the
conference is allowed since the station has disconnect supervision. When
the station is dropped from the call, the call is dropped since the other
parties do not have disconnect supervision.

» Station Call Forwarding: if a station is call forwarded off-premise to a trunk
without disconnect supervision, the calling party without disconnect
supervision is routed to the attendant

Table 1-11 lists the various protocols, with applications and maximum limitations.
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Table 1-11. Protocols Used in DEFINITY
Maximum
Protocol Applications Data Rate Maximum Distance
DCP Digital switch to data 64 kbps 5000 feet (1524 m) for data
endpoints 3000 feet (915 m) for voice
RS-232 System to administration 19.2 kbps 50 feet (15.2 m)
terminal. Data module to
host computer
Data module to printer 64 kbps 17 feet (5.9 m)
Data module for 64 kbps 17 feet (5.9 m)
downloading and
high-speed data transfer
EIA interface
(Data line to ADU) 19.2 kbps 2000 feet (610 m)
9.6 kbps 5000 feet (1524 m)
4.8 kbps 7000 feet (2130 m)
2.4 kbps 12,000 feet (3654 m)
1.2 kbps 20,000 feet (6100 m)
0.3 kbps 40,000 feet (12200 m)
RS-449 Processor Interface to 19.2 kbps 200 feet (61 m)
Processor Interface 9.6 kbps 400 feet (122 m)
4.8 kbps 800 feet (244 m)
2.4 kbps 1600 feet (488 m)
SSi 715 BCS-2 to Processor 56 kbps 5000 feet (1524 m)
Interface
500 series printers to
Processor Interface
BISYNC Processor Interface line 2.4 kbps
controller to host 4.8 kbps
computer for terminal 9.6 kbps
emulation (9.6 kbps)
BX.25 Communication interface 9.6 kbps
to MSA, DCS, ISDN, or
AUDIX
SDCPI Data module to Processor | 64 kbps 17 feet (5.9 m)
Interface
RS-366 Host computer to ACU 50 feet (15.2 m)
Data module to ACU 64 kbps 17 feet (5.9 m)
V.35 Data module to data 56 kbps 50 feet (15.2 m)

endpoints

Continued on next page
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Table 1-11. Protocols Used in DEFINITY — Continued
Maximum
Protocol Applications Data Rate Maximum Distance
Category | Data modulestoterminals | 64 kbps 500 feet (152 m)
A or cluster controller
Data module in ASCII 9.6 kbps
emulation mode
ISDN-BRI Communication interface 64 kbps 655 feet (199.3 m) to network
to ISDN-BRI S/T interface or repeater
1310 feet (399.3 m) system to
system
ISDN-BRI' U 160 kbps 18,000 feet (5486.4 m) from
system to network interface,
and then ~2000 feet to phone
ISDN-PRI Communication interface 64 kbps 655 feet (199.3 m) to network
to ISDN-PRI interface or repeater
1310 feet (399.3 m) system to
system
=—>» NOTE:

ADU means Asynchronous Data Unit

BCS means Business Communications System
MSA means Message Servicing Adjunct
ACU means Automatic Call Unit

Transmission Characteristics

The system transmission characteristics comply with the American National
Standards Institute/Electronic Industries Association (ANSI/EIA) standard
RS-464A (SP-1378A). The following tables list some general switch transmission
characteristics.
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Table 1-12 lists the analog-to-analog frequency response for station-to-station or
station-to-CO trunk, relative to loss at 1 kHz for the United States.

Table 1-12. Analog-to-Analog Frequency Response

Frequency (Hz) | Maximum Loss (dB) | Minimum Loss (dB)
60 — 20
200 5 0
300 to 3000 1 -0.5
3200 15 -0.5
3400 3 0

Table 1-13 lists the analog-to-digital frequency response of the system for station
or CO-trunk-to-digital interface (DS0), relative to loss at 1 kHz for the United

States.

Table 1-13. Analog-to-Digital Frequency Response

Frequency (Hz) | Maximum Loss (dB) | Minimum Loss (dB)
60 — 20
200 3 0
300 to 3000 0.5 -0.25
3200 0.75 -0.25
3400 15 0
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Insertion Loss for Port-to-Port; Analog or Digital

Table 1-14 lists the insertion loss in the system for different connection types for
the United States. Table 1-15 shows the overload and cross-talk characteristics.

Table 1-14. Insertion Loss for the United States

Nominal Loss
Typical Connections (dB) at 1 kHz

On-premises to on-premises station

On-premises to off-premises station

Off-premises to off-premises station

On-premises station to 4-wire trunk

Off-premises station to 4-wire trunk

Station-to-trunk

OO M W|O|W|O

Trunk-to-trunk

Table 1-15. Overload and Crosstalk

Overload level ‘ +3dBm0

Crosstalk loss ‘ >70 dB

Intermodulation Distortion

Table 1-16 lists the intermodulation distortion in the system for analog-to-analog
and analog-to-digital, up to 9.6 kbps data

Table 1-16. Intermodulation Distortion

Four-Tone Method Distortion

Second-order tone products >46 dB

Third-order tone products >56 dB
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Quantization Distortion Loss

Table 1-17 lists the quantization distortion loss in the system for analog port to
analog port.

Table 1-17. Quantization Distortion Loss

Analog Port-to-Analog Port

Signal Level Distortion Loss

0to-30 dBmO >33 dB
-40 dBmO >27 dB

-45 dBmO >22 dB

Table 1-18 lists the quantization distortion loss in the system for analog port to
digital port and digital port to analog port.

Table 1-18. Quantization Distortion Loss

Analog Port-to-Digital Port or
Digital Port-to-Analog Port

Signal Level Distortion Loss

0to-30dBmO >35dB
-40 dBmO >29dB
-45 dBmO >25dB

Terminating Impedance: 600 Ohms nominal
Trunk balance impedance (selectable): 600 Ohms nominal or complex Z [350 Ohms + (1 k
Ohms in parallel with 0.215uF)]

Impulse Noise

On 95% or more of all connections, the impulse noise is 0 count (hits) in five
minutes at +55 dBrnC (decibels above reference noise with C-filter) during the
busy hour.
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ERL and SFRL Talking State

Echo-Return Loss (ERL) and Single-Frequency Return Loss (SFRL) performance
is usually dominated by termination and/or loop input impedances. The system
provides an acceptable level of echo performance if the ERL and SFRL are met.

Station-to-station ERL should meet or exceed 18 dB SFRL

should meet or exceed 12 dB

Station to 4-wire trunk connection ERL should meet or exceed 24 dB SFRL

should meet or exceed 14 dB

Station to 2-wire trunk connection ERL should meet or exceed 18 dB SFRL

should meet or exceed 12 dB

4-wire to 4-wire trunk connection ERL should meet or exceed 27 dB SFRL

should meet or exceed 20 dB

Peak Noise Level

Analog to analog — 20 dBrnC (decibels above reference noise with
C-filter)

Analog to digital — 19 dBrnC
Digital to analog — 13 dBrnC

Echo Path Delay

Analog port to analog port —< 3 ms

Digital interface port to digital interface port — < 2 ms

Service Codes

Service codes (for the United States only) are issued by the Federal
Communications Commission (FCC) to equipment manufacturers and
registrants. These codes denote the type of registered terminal equipment and
the protective characteristics of the premises wiring of the terminal equipment

ports.

Private line service codes are as follows:

7.0Y — Totally protected private communications (microwave) systems
7.0Z — Partially protected private communications (microwave) systems
8.0X — Port for ancillary equipment

9.0F — Fully protected terminal equipment

9.0P — Partially protected terminal equipment

9.0N — Unprotected terminal equipment
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» 9.0Y — Totally protected terminal equipment
The product line service code is 9.0F indicating it is terminal equipment with fully

protected premises wire at the private line ports.

Facility Interface Codes

A Facility Interface Code (FIC) is a five-character code (United States only) that
provides the technical information needed to order a specific port circuit pack for
analog private lines, digital lines, MTS lines, and WATS lines.

Table 1-19 through Table 1-21 list the FICs. Included are service order codes,

Ringer Equivalency Numbers (RENSs), and types of network jacks that connect a
line to a rear panel connector on a carrier.

Table 1-19. Analog Private Line and Trunk Port Circuit Packs

Service Network
Circuit Pack FIC Order Code | Jack
TN742 and TN747B Off-Premises 0L13C 9.0F RJ21X
Station Port, and TN746B Off-Premises
Station Port or On-Premises Station port
TN760/B/C/D Tie Trunk TL31M 9.0F RJ2GX

Table 1-20. Digital Trunk Port Circuit Packs
Service Network

Circuit Pack FIC Order Code | Jack
TN1654 and TN574 DS1 Converter; TN722B | 04DU9B,C | 6.0P RJ48C
DS1 Tie trunk; and TN767 and TN464 DS1 and

Interface RJ48M
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Table 1-21. MTS and WATS Port Circuit Packs
Ringer
Equivalency Network
Circuit Pack FIC Number (REN) | Jack
TN742 and TN746B Analog Line 02LS2 None RJ21 and
RJ11C
TN747B Central Office Trunk 02GS2 1.0A RJ21X
TN753 DID Trunk 02RV2-T 0,0B RJ21X
TN790 Processor 02LS2 1.0A RJ21X
TN1648 System Access and 02LS2 0.5A RJ21X
Maintenance

Multimedia Interface (MMI)

The Multimedia Interface handles the following protocols:

» International Telecommunications Union (ITU) H.221 — Includes H.230,
H.242, H.231, and H.243 protocol

» American National Standards Institute (ANSI) H.221 — Includes H.230,
H.242, H.231, and H.243 protocol

» BONDING (Bandwidth On Demand INoperability Group) Mode 1
» ESM HLP HDLC Rate Adaptation

The Vistium Personal Conferencing System is supported either through the
8510T BRI terminal or directly through the Vistium TMBRI PC board.

Using the World Class Core (WCC) BRI interface, most desktop multimedia
applications are supported through a personal computer’s BRI interface.
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Hardware Configurations

The DEFINITY System supports a variety of configurations consisting of a PPN
and up to 21 EPNs. In addition, the system may use a Center Stage Switch (CSS)
consisting of one or two Switch Nodes. This chapter describes the PPN and EPN
cabinets, and the configuration of carriers and circuit packs within these
cabinets.

Multi-Carrier Cabinet

The Multi-Carrier Cabinet (J58890A) accommodates from one to five circuit pack
carriers, and is always used for the PPN. EPNs may use either multicarrier
cabinets or single-carrier cabinets.

The power unit in the bottom of the MCC cabinet supplies AC voltage or DC
voltage from an external source to the power supply in each carrier. The AC
powered cabinet optionally contains a battery charger and backup batteries to
provide temporary power to the cabinet if the external source fails. The backup
unit is optional for systems powered from an Uninterruptible Power Supply (UPS).
The fan unit in the middle of the cabinet cools the carriers. AC-powered cabinets
have two 120V AC receptacles in the back for use as an AC power source. These
can be used to power the G3-MT.

Each cabinet must be connected to one of the following dedicated power
sources:

» 120V AC 60 Hz at 50A from a National Electrical Manufacturing
Association (NEMA) 5-50R power outlet or equivalent

» Single phase 240V AC, or three phase 208V AC, 60 Hz at 30A from a
NEMA L 14-30R power outlet or equivalent
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» -48V DC battery plant
» Global MCC uses 50-60 Hz at 200-240 VAC power source

Port Port
Carrier C Carrier Carrier
588908 J58890BB
Po Duplicated Po
rt rt
) or PPN Control )
Carrier X B Carrier Carrier
J588908B Carrier J588908B
J58890AP
PPN Control Expansion
Cari Control
arier A Carrier Carrier
J8B90AP JB8B90AF
@ @ @ o @ @ @
Duplicated Duplicated
Port Switch Port Switch
Carrier or Node D Carrier Carrier or Node
58390BB Cartier 5689088 Carrier
J58890SA J58890SA
Port Switch Port Switch
Carrier or CNDUE E Carier Carrier or cNoqe
J58890BB arrer arrier
J58890BB
J58890SA J588905A
Power Power
Distribution Distribution
Unit (G Carrier) Unit (G Carrier)
Processor Port Network Expansion Port Network

Figure 2-1. Multicarrier Cabinet (J58890A) Configurations

Processor Port Network Cabinet

The PPN cabinet, pictured above, is the primary cabinet in all G3r systems. It
contains the Switch Processing Element (SPE) that controls the system and one
Port Network that is interconnected by the daisy-chained TDM/LAN bus. If the
system has a CSS, the PPN cabinet also contains a switch node. The individual
carriers are described in following sections.

The A position always contains a PPN Control Carrier (J58890AP), also known as
the Processor Carrier, which holds the SPE circuit packs. If the system has a
duplicated SPE, the B position holds a second PPN Control Carrier. At least one,
and up to four, Port Carriers (J58890BB) can be located in the other four carrier
positions, depending on traffic needs and whether the system uses those
positions for other types of carriers. In general, Port Carriers are added in the
sequence, B-C-D-E, unless those positions are used otherwise, as follows.
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If the system has a Center Stage Switch, the E position holds a Switch Node
Carrier. In a CSS system with duplicated PNC, the D position holds a Switch
Node Carrier that duplicates the one in E position. In large systems requiring a
CSS with two Switch Nodes, the second SN is located in an EPN cabinet, for both
simplex and duplicated systems. Systems that have added a CSS configuration
after the original installation may have their first SN in an EPN cabinet.

Expansion Port Network Cabinets

When used for an EPN, the multicarrier cabinet supports one Port Network with a
daisy-chained TDM/LAN bus, or, optionally, two separate PNs if the cabinet does
not contain a Switch Node. A cabinet with two PNs has two separate TDM/LAN
bus daisy-chains. One TDM/LAN bus between carriers in positions A, B and C
supports the first PN, and another TDM/LAN bus between positions D and E
supports the second PN. Figure 2-1 shows locations of carriers in EPN cabinets.

Each EPN cabinet contains one Expansion Control Carrier (J58890AF) located in
the A position. In cabinets with one PN, up to four Port Carriers are added as
needed in the sequence B-C-D-E, unless the D or E positions are used for a
Switch Node. Cabinets with two PNs use optional Port Carriers in the B position,
and then the C position for the first PN (above the fans). The second PN, (below
the fans), is configured with the first Port Carrier in the E position and an optional
second Port Carrier in D position.

In large systems with a CSS that requires two Switch Nodes, the second SN is
located in an EPN cabinet (this is usually cabinet number 2, PN number 2). This
EPN may not be remoted by a DS1CONV complex. An EPN with an SN has a
Switch Node Carrier in E position. In systems with duplicated PNC, (Critical
Reliability option), the D position holds another Switch Node Carrier that
duplicates the one in E position.

Carriers in Multi-Carrier Cabinets

PPN Control Carrier (J58890AP)

The PPN Control Carrier contains dedicated slots used for circuit packs that
compose the switch processing element (SPE). It does not contain port circuit
pack slots. This carrier always resides in position A of the PPN cabinet. In a
system with a duplicated SPE, a second PPN Control Carrier resides in the B
position of the PPN cabinet.
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Table 2-1 describes the function of each slot in the PPN Control Carrier.

Table 2-1. PPN Control Carrier Circuit Pack Slots
Slot Name Circuit Pack Code Notes
649A Required for DC-powered systems.

P.OWER UNIT Power Unit (+5V) TRI PLS OUTPUT DC-Powered

(right side) .
cabinets

SYS ACCESS/ System Access and TN1648 Required

MAINTENANCE Maintenance

DUP INTFC Duplication Interface UN330B Required for systems with duplicated
SPE

PROCR RISC Processor UN331B Required

TEST INTFC Used by field support to connect
diagnostic equipment

MEMORY 1 to 4 32 Mbyte Memory TN1650B Two required, up to four optional,
Release 5 and higher requires 3

PACKETINTFC 1 | Packet Interface TN1655 One required, two slots reserved for

to3 future use; with duplicated SPE, both
carriers must use same slot

TONE-CLOCK Tone-Clock TN780 Required; TN780 required for

TN2182 interface to external Stratum 3 Clock
MSS/ NET CON Mass Storage System/ UN332 Required
Network Control

DISK DRIVE Disk Drive TN1657 Required

R-MEDIA DRIVE | Tape Drive or TN1656 or | One or the other is required
removable media drive

Optical Disk Drive TN2211 ( )
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Port Carrier (J58890BB)

Table 2-2 describes the function of each carrier slot.

Table 2-2. Port Carrier Circuit Pack Slots

Slot Name Circuit Pack Code Notes

POWER UNIT | Power Unit 649A Required for DC-powered systems. TRI

(right side) (+5V) PLS OUTPUT DC-Powered

POWER Power Unit, TN755B This position is addressed as “00” in

UNIT/ Neon commands and displays. It does not

SERVICE Call Classifier TN744 prowd_e tlp_and_ ring to the waII_ field. The
following circuit packs are optional,

Integrated TN750 depending on system features. One
Announcement TN771D is required in all PPNs, and one
in each EPN of Critical Reliability systems.
Speech TN725B,
Synthesizer TN433,
TN457
Tone Detector TN748,
TN420B
Maintenance/ TN771D
Test

TONE- Tone-clock TN768 Required as follows:

CLOCK 1 TN2182 EPN with duplicated PNC: B carrier EPN
cabinet with two PNs: D carrier
E carrier of an EPN cabinet with two PNs
and duplicated PNC; the Tone-clock slot
is located with Port Slot #2. If the carrier
does not contain a Tone-Clock board, any
port board may be installed in this slot.

EXPN INTFC Expansion TN570 Optional, depending on system’s

2 Interface connectivity and duplication
configuration; if not used for an El board,
this slot can accept any common port
board.

3 If the system’s connectivity and
duplication configuration require a
second El on a port carrier, it resides in
this slot; otherwise, this slot accepts any
common port board.

410 20 Port Boards Any common port board.
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Expansion Control Carrier (J58890AF)

The Expansion Control Carrier is located in position A of each EPN. Table 2-3
describes the function of each carrier slot.

Table 2-3. Expansion Control Carrier Slots

Slot Name Circuit Pack Code Notes

631DA1 Required for
AC-powered systems

POWER UNIT

(left side) Power Unit (+5V) | g44A1 Required for
DC-powered systems
or empty

MAINTENANCE Maintenance TN775B Required

TONE-CLOCK Tone-Clock TN2182 Required

EXPN INTFC Expansion TN570 Required

Interface
2t0 19 Port Boards Any common port

board. Slot 2 may
house a second El if
the configuration
requires one.

POWER UNIT/ Power Unit, Neon | TN755B Required for certain
18, 19 features; otherwise will
accept any common
port board.

POWER UNIT Power Unit 631DB1 Required for
(right side) (-48VI-5V) AC-powered systems

645B1 Required for
DC-powered systems

649A TRI PLS OUTPUT for
DC-Powered cabinets
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Switch Node Carrier (J58890SA)

Switch Node carriers house the components of a Center Stage Switch (CSS). The
first switch node is located in carrier E of the PPN. If duplicated in a Critical
Reliability configuration, its duplicate is located in carrier D of the PPN. The
second switch node is located in carrier E of a non-remoted EPN. If duplicated in
a Critical Reliability configuration, its duplicate is located in carrier D of the same
EPN.

Table 2-4. Switch Node Carrier Circuit Pack Slots

Circuit
Slot Name Pack Code Notes
POWER UNIT Power Unit 649A Required for DC-powered systems
(right side) (+5V)
EXPN INTFC DS1 TN574 | Provides fiber connectivity from DS1 facilities
DS1 CONV/ 1 Converter to a remote EPN; this slot used in conjunction

with an SNI in one of slots 2 to 9.

Expansion TN570 | Used for an El board only in the PPN cabinet

Interface in a system with duplicated PNC (Critical
Reliability); used in conjunction with adjacent
SNI
2109, 1310 20 | Switch TN573 | SNis are added sequentially as needed
Node beginning with slot 2. If a second switch node
Interface is needed, (for more than 16 EPNs), up to 5

SNiIs (those in slots 7, 8, 9, 13 and 14) are
connected to corresponding SNIs in the other

SN.
SWITCH Switch TN572 | Required
NODECLOCK | Node Clock
/10
SWITCH Switch TN572 | Used in High Reliability option only
NODE CLOCK | Node Clock (duplicated SPE, simplex PNC)
112

DS1 CONV/ 21 | DS1CONV TN574 | Used as above in conjunction with an SNI in
one of slots 13 to 20
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PNC Cabling — Fiber Hardware

The term “fiber” is used to refer to all the hardware needed for the three basic
types of connections used to form multi-PN systems. Fiber administration
specifies the endpoints to be connected, optional DS1 CONV locations, and
parameters for DS1 Facility Line encoding and equalization. The 3 connection
types are:

1. El-to-El or El-to-SNI Intercabinet hardware
2. EI-to-SNI or El-to-El intracabinet hardware
3. EI-DS1CONV or SNI-DS1CONV hardware

EI-to-EI or EI-to-SNI Intercabinet Fiber Optic
Cables

El-to-El or El-to-SNI intercabinet connections are implemented by installing a
lightwave transceiver on the I/O connector plate for each of the administered
fiber endpoints. Each lightwave transceiver has a receive and a transmit
connector for a 62.5 micron or 50 micron fiber connection. Standard fibers are
available in various lengths up to 150 feet (46 m) for single-mode fiber and up to
200 feet (61 m) for multi-mode fiber. These fibers are used to connect lightwave
transceivers to each other when they are close enough together, or to optical
cross-connect facilities for greater distances.

The lightwave transceivers are powered from 1/O connector plate leads attached
to TN570 Expansion Interface circuit pack or a TN573 Switch Node Interface
circuit pack. The transceivers include loop-around capabilities to support fiber
fault isolation. Either of two different 9823-type multi-mode transceivers may be
used, depending upon the length of the fiber (table below), or the 300A single
mode fiber transceiver. The transceivers at each end of a given fiber should
match. Figure 2-2 illustrates the interconnection of fiber optic hardware.

Nfgéer Maximum Fiber Length Fiber Mode
9823A 4900 feet (1494 m) Multi-mode
9823B 25,000 feet (7620 m) Multi-mode
300A 22 miles (35.4 km) Single mode
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9823-Type 9823-Type
Lightwave Lightwave
Transceiver FL2P-P-xx Transceiver
Fiber-Optic
™ Cables -
[ [E—
RX RX
To I/O To I/O
Connector Connector
Plate Plate
FL2P-P-xx
Fiber-Optic
Cables
9823-Type
it
! FL2P-P-xx Transceiver
Transceiver Fiber-Optic
Cables
> |7 X
RX :| RX
100A 100A
LIU LIU
To I/O To I/O
Connector Connector
Plate Plate

Optical Cross-Connect Facility

Figure 2-2. Fiber Link Connection Hardware
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Cabling
Metallic cable may be substituted for optical cable for “fiber” connections
between Els or between an El and an SNI in the same MCC cabinet. The same
I/O plate connectors are used. The metallic cables should not be used for
intercabinet connections, since doing so violates system ground integrity. The
metallic cable comes in two lengths.
Part No. Length Intended use
H600-278,G1 13inches (33 | From an El in slot 1 of a switch node carrier to an
cm) SNI in the same half of the carrier (usually the
adjacent slot)
H600-278,G2 66 inches From an El to an SNI in the same cabinet, butin a
(168 cm) different carrier or different half of a carrier
DS1 CONV Cabling

Digital services (DS1) can be used to connect PNs that are up to 100 miles (161
km) apart when fiber optic cabling is not practical. Multi-mode (fiber-connected
PNs must be less than 25,000 feet (7620 m) and less than 22 miles (35.4 km) for
single- mode fiber from the PPN.) A TN574 or TN1654 DS1 Converter (DS1

CONV) circuit pack serves as the interface between the network and an El or SNI
on the switch. DS1 cabling on a carrier consists of a Y-cable that connects a DS1

CONV to an El or SNI and to the network. The following cables may be used,
depending upon where the DS1 CONV and the El or SNI are located:

Comcode Comcode
Number Number
Connection Type Length TN574 TN1654
On same half carrier 1 foot (30.48 cm) 846448637 847245750
On different half 5.5 feet (1.68 m) 846448645 847245768
carriers in same
cabinet
Between two 1 foot (30.48 cm), 846448652, and 847245776 with

adjacent cabinets

used with two
9823As, and 1
20-foot (6.1 m) fiber
optic cable

one 846885259
bracket

one 846885259
bracket
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The DS1 CONV to EI/SNI cable is a shielded metallic Y-cable held in place at the
EI/SNI port connector by a 4B retainer and at the DS1 CONV port connector by a
4C retainer. The cable end with one 25-pair amphenol connector attaches to the
I/O Plate connector for the El or SNI. The end with two 25-pair amphenol
connectors attaches to the DS1 CONV I/O Plate connector.

The 13-inch cable 846448652 or 847245776 connects the DS1 CONV to a
fiber-optic cable, enabling the DS1 CONV to connect to an El or SNI at a greater
distance. The cable end with one 25-pair amphenol connector attaches to a
lightwave transceiver using the 846885259 bracket. The end with two 25-pair
amphenol connectors attaches to the DS1 CONV I/O Plate connector. The other
end of the fiber-optic cable connects to a lightwave transceiver attached to the
I/O plate connector of the El or SNI.

An H600-348 cable connects the DS1 CONV cable to a Channel Service Unit
(CSU), which connects to a wall field. (Alternatively, connection is sometimes
made directly from the Y-cable to the wall field. See the pinout for the 50-pin
connector at the end of the Fiber Fault Isolation Procedure in Chapter 5, “Alarms,
Errors, and Troubleshooting”.) This cable provides from one to four DS1
connections. One end of the H600-348 cable is plugged into the 50-pin
amphenol piggy-back connector on the 8464486xx cable connected to the
DS1CONV port connector. The other end of the H600-348 cable has four 15-pin
sub-miniature D-type connectors that plug into the CSU. A pinout of this cable
appears the end of the Fiber Fault Isolation Procedure in Chapter 5. H600-348
cables come in the following lengths:

Group No. Length Group No. Length
Gl 25 feet (7.62 m) G5 125 feet (38.1 m)
G2 50 feet (15.24 m) G6 200 feet (60.96 m)
G3 75 feet (22.86 m) G7 400 feet (121.9 m)
G4 100 feet (30. 48 m) G8 650 feet (198 m)
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Figure 2-3. Typical DS1 CONV Connections to Remote EPNs

1. Place duplicate pairs in different carriers.

2. When removing two or more, the maximum cable distance between any
two remoted end points is 100 miles (161 km). For example, if the EPN is
75 miles (121 km) from the PPN, then EPN 2 can only be 25 miles (40.2
km) from the PPN.

3. 846447637 is used within a carrier for a TN574, for TN1654 within a carrier
use a 847245750.

846448645 is used within a cabinet between carriers for a TN574, for
TN1654 within a cabinet between carriers use a 847245768.

Circuit Packs

The following tables list all circuit packs supported by DEFINITY Systems. For
information concerning vintages and current versions, see Reference Guide for
Circuit Pack Vintages and Change Notices which is published periodically as a
special edition of the Lucent Technical Monthly.
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Table 2-5. Circuit packs and modules
supported by DEFINITY
Apparatus
Code Name Type
631DA1 AC Power Unit Power
631DB1 AC Power Unit Power
644A1 DC Power Unit Power
645B1 DC Power Unit Power
649A DC Power Unit Power
676B DC Power Supply Power
982LS Current Limiter Power
CFY1B Current Limiter Power
CPP1 Memory Expansion Control
ED-1E546 DEFINITY AUDIX R3 System Port Assembly
(TN2169)
(TN2170)
(TN566)
(TN567)
ED-1E546 Call Visor ASAI over the DEFINITY (LAN) Gateway R1 | Port Assembly
(TN2208)
(TN2170)
J58890MAP CallVisor over the DEFINITY LAN Gateway R2 Port Assembly
(TN800)
TN417 Auxiliary Trunk Port
TN419B Tone-Clock Control
TN420B/C Tone Detector Service
TN429 Direct Inward/Outward Dialing (DIOD) Trunk Port
TN433 Speech Synthesizer Service
TN436B Direct Inward Dialing Trunk Port
TN437 Tie Trunk Port
TN438B Central Office Trunk Port
TN439 Tie Trunk Port
TN447 Central Office Trunk Port
TN457 Speech Synthesizer Service
TN458 Tie Trunk Port

Continued on next page
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Table 2-5. Circuit packs and modules
supported by DEFINITY — Continued
Apparatus
Code Name Type

TN459B Direct Inward Dialing Trunk Port
TN464C/D/E/F | DS1 Interface - T1, 24 Channel - E1, 32 Channel Port
TN465/B/C Central Office Trunk Port
TN467 Analog Line Port
TN468B Analog Line Port
TN479 Analog Line Port
TN497 Tie Trunk Port
TN553 Packet Data Line Port
TN556/B ISDN-BRI 4-Wire S/T-NT Line (A-Law) Port
TN570/B/C Expansion Interface Port
TN572 Switch Node Clock Control
TN573/B Switch Node Interface Control
TN574 DS1 Converter - T1, 24 Channel Port
TN577 Packet Gateway Port
TN722B DS1 Tie Trunk Port
TN725B Speech Synthesizer Service
TN726/B Data Line Port
TN735 MET Line Port
TN742 Analog Line Port
TN744/B Call Classifier Service
TN744/C/D Call Classifier - Detector Service
TN746/B Analog Line Port
TN747B Central Office Trunk Port
TN748/B/C/D Tone Detector Service
TN750/B/C Announcement Service
TN753 Direct Inward Dialing Trunk Port
TN754/B Digital Line 4-Wire DCP Port
TN755B Neon Power Unit Power
TN756 Tone Detector Service

Continued on next page
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Table 2-5. Circuit packs and modules
supported by DEFINITY — Continued
Apparatus
Code Name Type
TN758 Pooled Modem Port
TN760B/C/D Tie Trunk Port
TN762B Hybrid Line Port
TN763B/C/D Auxiliary Trunk Port
TN765 Processor Interface Control
TN767B/C/D/E | DSL1 Interface - T1, 24 Channel Port
TN768 Tone-Clock Control
TN769 Analog Line Port
TN771D Maintenance/Test Service
TN772 Duplication Interface Control
TN773 Processor Control
TN775/B Maintenance Service
TN776 Expansion Interface Port
TN777/B Network Control Control
TN778 Packet Control Control
TN780 Tone-Clock Control
TN786 Processor Control
TN786B Processor Control
TN787F/G Multimedia Interface Service
TN788B Multimedia Voice Conditioner Service
TN789 Radio Controller Control
TN790 Processor Control
TN793 Analog Line, 24-Port, 2-Wire Port
TN796B Processor Control
TNPRI/BRI PRI to BRI Converter Port
TN1648 System Access/Maintenance Control
TN1650B Memory Control
TN1654 DS1 Converter - T1, 24 Channel/E1, 32 Channel Port
TN1655 Packet Interface Control

Continued on next page
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Table 2-5. Circuit packs and modules
supported by DEFINITY — Continued
Apparatus
Code Name Type

TN1656 Tape Drive Control
TN1657 Disk Drive Control
TN2135 Analog Line Port
TN2136 Digital Line 2-Wire DCP Port
TN2138 Central Office Trunk Port
TN2139 Direct Inward Dialing Trunk Port
TN2140/B Tie Trunk Port
TN2144 Analog Line Port
TN2146 Direct Inward Dialing Trunk Port
TN2147/C Central Office Trunk Port
TN2149 Analog Line Port
TN2180 Analog Line Port
TN2181 Digital Line 2-Wire DCP Port
TN2182/B Tone-Clock -Tone Detector and Call Classifier Control
TN2183 Analog Line Port
TN2184 DIOD Trunk Port
TN2198 ISDN-BRI 2-Wire U Interface Port
TN2199 Central Office Trunk Port
TN2202 Ring Generator Power
TN2211 Optical Disk Drive Control
TN2224 Digital Line, 24-Port, 2-Wire DCP Port
UN330B Duplication Interface Control
UN331B Processor Control
UN332 Mass Storage/Network Control Control
WP-90510 AC Power Supply (Compact Single-Carrier Cabinet) Power
WP-91153 AC Power Supply (Single-Carrier Cabinet) Power
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Duplication: Reliability Options

Standard Reliability Option

On Standard Reliability systems, the 512-time-slot TDM bus is divided into two
duplicate 256-time-slot buses, A and B. Call traffic is shared between the two
buses. The first 5 time slots on each bus are reserved for the control channel,
which is active on only one of the two buses at a time. Likewise, the next 17 time
slots are reserved for carrying system tones. The tone times slot are not
necessarily on the same bus (A or B) as the control channel. If any failure takes
place that affects the ability of the active control or tone time slots to function, the
other bus becomes active for those time slots.

High Reliability Option

High Reliability systems duplicate components that are critical to the viability of
the system as a whole to prevent a single failure from dropping all service:

= PPN control carrier and carrier power units (OLSS)

» All SPE circuit packs: Processor, Memory, MSSNET, Disk, Removable
Media, SYSAM, Duplication Interface, and carrier power units (OLSs)

= PPN Tone Clock circuit pack (EPN Tone-Clocks are not duplicated)
» TDM buses (described above)

In addition to the above, the following are duplicated in Center Stage Switch
(CSS) configurations:

= The PPN to CSS fiber link (consisting of the PPN Expansion Interface
circuit packs, the Switch Node Interface circuit packs that connect to the
PPN Els, and cabling from the PPN El to the CSS)

= Switch Node Clocks (SNCs) (two; on each Switch Node carrier)

The duplicated SPEs operate in active/standby fashion. Interchanges of the SPE
and of PPN Tone-Clocks operate independently unless induced by use of the
SPE-select switches. The 2 SNCs on each Switch Node carrier also operate in an
active/standby manner.

The duplicated fiber link between the PPN Els and the CSS (the cable may
actually be metallic) do not use an active/standby strategy. Instead, both links
simultaneously carry active call traffic and control connectivity in an equally
distributed load-sharing manner. If a component fails one of these fiber links, all
connectivity over it on it is torn down, resulting in some dropped calls and control
and application links. Links and subsequent call service is immediately
re-established over the other El fiber link.
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Critical Reliability Option

Critical Reliability systems include all of the features of the High Reliability option
described above. Additionally, the duplicate components of Port Network
Connectivity (PNC) and other components critical to the viability of each EPN.

Switch Node carriers and carrier power supplies (OLSSs)
Switch Node Interface (SNI) circuit packs

Switch Node Clock (SNC) circuit packs (one on each duplicated Switch
Node carrier)

PPN and EPN Tone-Clock circuit packs

PPN and EPN Expansion Interface circuit packs

Each EPN contains a TN771D Maintenance/Test circuit pack
Inter-PN cabling

DS1 Converter Complexes (circuit packs, cabling and DS1 facilities used
to connect remote EPNSs)

The entire PNC (whether direct connect or CSS connected) is duplicated as a
whole, forming two identical sets which each function as a whole (A-PNC and
B-PNC). The 2 PNCs operate in an active/standby manner with all inter-PN calls
set up on both PNCs so that the active can assume control without disruption of
service. Operation of PNC duplication is described under PNC-DUP in Chapter
9, “Maintenance Object Repair Procedures”.

The Tone-Clocks in each EPN operate in an active/standby manner
independently from other duplication strategies.
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Management Terminal

The Management Terminal (MT) is used to enter commands and monitor
operations through the maintenance user interface. Chapter 8, “Maintenance
Commands” describes the commands available to the maintenance user. This
chapter discusses the following topics:

« “Terminals Supported”

« “Highlights”
= “Connecting the Management Terminal”

« ‘“Logging On”
« “Password Aging”

»  “Administrable Logins”

» ‘“Logging Off”
= “Switch-Based Bulletin Board”

Terminals Supported

The system supports the following terminal types: 513 BCT, 715 BCS, 4410 Data
Terminal, 4425 Data Terminal, and DEC VT220. Refer to DEFINITY Enterprise
Communications Server Installation and Test for Multi-Carrier Cabinets, and the
user manual on your terminal model for detailed setup instructions.

Highlights

» Release 8r allows multiple users to perform maintenance and
administration at the same time. Up to 5 maintenance and 5 administration
commands can run concurrently. Some commands that use the same
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resources as others experience contention and cannot be run at the same
time. For more information on contention, see “Contention Between
Simultaneous Commands” in Chapter 8, “Maintenance Commands”.

Two maintenance logins are reserved for the SYSAM-RMT and
SYSAM-LCL ports on the TN1648 SYSAM circuit pack located on PPN
control carriers. SYSAM-RMT is a dial-up remote access port reserved for
use by INADS. SYSAM-LCL is a local port accessed by RS232 connectors
on the TN1648. Two additional maintenance users can log in by dial-up
System Access Ports (SAPS) or by connecting directly to EPN
Maintenance circuit packs.

This system allows the customer to define their own logins and
passwords, and to specify a set of commands for each login. It allows up
to 20 customer, 1 dadmin, and 4 services logins. Each login name can be
customized.

The system is delivered to the customer with one “super-user” login and
password defined. The customer then administers any additional logins/
passwords. The super-user login has full customer permissions and can
customize any login created. In addition, for a specific login, login
permissions can be set by the super-user to allow or block up to 40
administration or maintenance objects (commands) that can affect the
health of the switch.

Following a security violation (a user defined security violation threshold),
the security feature “Login Security Violation Notification Following a
Security Violation” notifies a referral point, and the security feature “Login
Kill after “N” Attempts” disables a login ID (Customer or Lucent Services
logins). The Login Kill after “N” Attempts feature does not disable the last
remaining initialization and administration (inads) type login. Lucent
Services logins, disabled by a security violation or the command disable
login, require a Lucent init level login ID to be re-enabled.

During log off from the system administration and maintenance interface,
Logoff Notification alerts system administrators of possible system
maintenance problems. This notification also alerts the system
administrators when features that present a significant security risk are
enabled. A message displays on the system administration/maintenance
interface during logoff, if a security risk feature is enabled. Additionally, the
user can be required to acknowledge the alert notification before the
logoff is completed.

Connecting the Management Terminal

The management terminal can be connected to the system in the following ways:

SYSAM-LCL Local Access Port

The management terminal can be connected directly to the SYSAM-LCL
port of the TN1648 System Access and Maintenance (SYSAM) circuit
pack in the PPN control carrier (or SPE). Two RS-232 connectors are
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located on the rear panel of the PPN control carrier beneath the label
TERMINAL. To access the maintenance user interface running on the
active SPE, connect an M25B (EIA) cord to the connector labeled ACTIVE.
Connect the other end to the connector to the management terminal. On
the 715 BCS terminal, use the port labeled P2(DCE); on most other
terminals, use the connector labeled MAIN PORT. A null modem is not
required for these ports. Refer to the user manual on your terminal model
for detailed setup instructions.

On systems with duplicated SPEs, there are two PPN control carrier and
two identical sets of connectors. Either connector labeled ACTIVE can be
used, regardless of which SPE is active. The STANDBY connectors are
described below.

SYSAM-RMT Remote Access Port (RAP)

One login can access the system by dialing in to the SYSAM-RMT port
with a modem operating at either 1.2 or 2.4 kbps. This port is reserved for
inads access.

Parallel Printer Connection

For parallel printer operation, connect the printer to the connector labeled
with the printer icon. To enable parallel printer operation, use the following
series of keystrokes:

1. Cntl + F1 to access the Setup menu

2. F4 to select the User Preferences sub-menu

3. Down arrow to the Parallel Port field

4. F4 to enable the option

5. F1, F5, F1 to return to Setup, save selections, and exit
Serial Printer Connection

For serial printer operation, connect the printer to the connector on the
back of the 715 BCS terminal labeled P1(DCE). A null modem is not
required. Set the printer for 9600 baud, 7 data bits, and 1 stop bit. These
are the default settings for the 715 BCS. If necessary, terminal settings for
serial printer operations can be changed from the Communication Options
sub-menu of the Setup menu.

To log on to the system:

1.

Connect and power up the Management Terminal (MT). The screen
displays | ogi n:

Enter your login name, and press the Return key. The screen displays
passwor d:

Enter your password, and press the Return key.
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For security reasons, the password does not display as you type it. The
system verifies that a valid login and password name were entered. If an
invalid login or password name was entered, the screen displays | ogi n
i ncorrect:

In this case you must repeat the procedure. If your password has expired
or is within 7 days of the expiration day, you see a error message:

Your Password has expired; enter a new one

ad d Password:

New Passwor d:

WARNI NG your password will expire in xx days

If the system recognizes the login and password name, the screen
displays the software version number followed by the prompt:

Term nal Type (Enter 513, 4410, 4425, or VT220):
[ 513]

4. Depending on your terminal type, enter one of the following:

Terminal Type Entry
513 BCT 513 (default)
715 BCS 513 (default)
4410 Data Terminal 4410
4425 Data Terminal 4425
DEC VT220 VT220
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5. After you supply the terminal type information requested, and if INADS
alarm origination is activated on the Maintenance System-Parameters
screen, the system displays the following:

Suppress Alarm Origi nation: [Yy]

The default answer is yes. If you do NOT wish to suppress alarm
origination, enter no. Any other entry will default to yes. The test
inads-link command will work regardless of whether you have overridden
INADS alarm origination. You can deactivate INADS alarm origination
whenever you log in as craft.

6. The screen displays:
enter conmand:

The system is now ready to execute maintenance commands. Press the
HELP key to display a list of all valid entries.

If you have a High-Priority Bulletin Board Message, the command line
prompt includes the following notification to all users who are logged in:

-H gh-Priority Bulletin Board Messages Entered:

=> NOTE:
If several “users” are logging in and out at the same time, a user may see
the message “Transient command conflict detected; please try later”. After
the “users” have completed logging in or out, the System Access Terminal
is available for use. Try executing the command again.

Logging On When The SPE Is In SPE-Down
Mode

If the system is in SPE-down mode when the Maintenance Terminal displays
| ogi n, enter | NADS as the MT login/name. Use the first INADS type password as
your MT password.

=>» NOTE:
You must identify the first INADS login before the system is in SPE
down mode. The first INADS type login may be identified by entering
the list login command and noting the first INADS login listed.

= System Ports

MTs can log in via system ports (also known as system access ports or
SAPs). if the system is so equipped. You can dial in to a data port located
on a data line circuit pack that is administered as a system port. This type
of port shows the entry Type: system port on the data module form.
These ports operate at 9.6 kbps. For more information on system ports,
see “PDATA-PT (Packet Data Line Port)” in Chapter 9, “Maintenance
Object Repair Procedures” and DEFINITY Enterprise Communication
Server Administrator’s Guide.




DEFINITY ECS Release 8.2 Maintenance for R8r 555-233-117 Issue 1

April 2000

3 Management Terminal

Logging On

3-6

EPN Maintenance Circuit Pack

MTs can log in to the system by connecting directly to the TN775
Maintenance circuit pack in each Expansion Port Network. Connect an
M25B (EIA) cord to the RS-232 connector labeled TERM on the rear panel
of the expansion control carrier. This connection operates at a bit rate
limited to about 1 kbps, because it communicates over system control
links shared with call processing messages. This type of connection is
useful for performing maintenance on a remotely located EPN.

Standby SPE Connection

With duplicated SPEs, there are two SYSAM connectors on each PPN
control carrier (A and B). Either carrier’'s connectors may be used. Either
ACTIVE connector accesses the active SPE, regardless of which carrier is
active. Either STANDBY connector accesses the standby SPE through the
SPE-Down interface. This interface is available when the SPEs are locked
by the SPE-Select switches on a system with duplicated SPEs. Otherwise,
the STANDBY connection is inactive. (On a simplex SPE, this interface is
accessed when the SPE is down through the ACTIVE connector).
Separate terminals may be connected to the two connectors, or one
terminal may be switched back and forth between connections. The
unused connectors should be capped.

The SPE-down interface can only be accessed by SYSAM-LCL or
SYSAM-RMT connections. This interface is described in Chapter 4,
Initialization and Recovery.

To Display a Login

To display a specified login:

1. Enter the command display login [login name] and press the Enter key.

The system displays the requested login data:
= Name
» Logintype
= Service level
» Access to INADS Port value (V8)
» Password aging cycle length
» Facility test call notification and acknowledgment

» Remote access notification and acknowledgment
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To List Logins

To list all of the system logins and the status of each:
2. Enter the command list logins.
The system displays the following information for all current logins:
= Name
= Service level
= Status (active, inactive, disabled, svn-disabled, void)
= Password aging cycle length

The system displays only those logins with the same, or lower, service
level as the requestor.

To Remove a Login

To remove a login from the system:
1. Enter the command remove login [login name].
The system displays the Login Administration form.

2. Press the Enter key to remove the login, or press Cancel to exit the remove
login procedure without making a change.

To Test a Login

1. Enter your login name at the login prompt.

Login: tel nogr
Passwor d: vvvvvvvvcf

Screen 3-1. Login Prompt Form

After the user enters the correct login name and password, and if the login is
administered correctly, the system displays the command line interface.
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Password Aging

Password aging is an optional feature that the super-user administering the
logins can activate. The password for each login can be aged starting with the
date the password was created, or changed, and continuing for a specified
number of days (1 to 99). The system notifies the user at the login prompt, 7 days
before the password expiration date, that his/her password is about to expire.
When the password expires the system requires the user to enter a new
password before logging in. If a login is added or removed, the “Security
Measurement” reports are not updated until the next hourly poll, or a clear
measurements security-violations command is entered. Once a
non-super-user has changed his/her password, the user must wait 24 hours to
change the password again.

The Password Expiration screen is displayed when you log in. If your password is
within 7 days of the expiration date, you are prompted to enter a new password.

-~

N

Reenter Current Password:

If your password has expired, you see the screen:

Logi n: tel ngr

Passwor d:
Your Password has expired, enter a new one.

New Passwor d:

Reent er New Passwor d:

Screen 3-2. Password Expiration Screen



DEFINITY ECS Release 8.2 Maintenance for R8r 555-233-117 Issue 1
April 2000

3 Management Terminal
Administrable Logins 3-9

Administrable Logins

The system is delivered to the customer with one customer “super-user”
login/password defined. The customer then administers additional customer
login/passwords as needed. The super-user login has full customer permissions
and can customize any customer login that he/she creates.

Adding Customer Logins and Assigning Initial
Password

The system provides enhanced login/password security by adding a security
feature that allows users to define their own logins/passwords and to specify a
set of commands for each login. The system allows up to 20 customer logins.
Each login name is customized and must contain from 3 to 6 alphabetic/numeric
characters, or a combination of both (characters 0-9, a-z, A-Z). A password must
have from 4 to 11 characters and contain at least 1 alphabetic and 1 numeric
symbol.

To add a customer login you must be a super-user, have administrative
permissions, and:

1. Enter the add login [name] command to access the Login Administration
form.

2. Enter your super-user password in the Password of Logi n Maki ng
Change field on the Login Administration form.

The 3- to 6-character login name entered with the add login [name]
command is displayed in the Login’s Name field.

3. Enter cust orer in the Login Type field. The system default for the
Login Type field is customer . The maximum number of customer logins
of all types is 20.

4. Enter super - user or non- super - user inthe Service Level field.
Default is non-super-user

» Super-user gives access to the add, change, display, list, and
remove commands for all customer logins and passwords. The
super-user can administer any mix of super-user/non-super-user
logins up to a total of ten additional system logins.

= Non-super-user permissions are limited by restrictions
specified by the super-user when administering the non-super-user
login. A non-super-user can change his/her password with
permission set by the super-user; however, once a password has
been changed, the non-super-user must wait 24 hours before
changing the password again. A non-super-user cannot change
other user passwords, login characteristics, or permissions.
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5.

10.

Entery inthe Di sabl e Foll owing a Security Viol ation field to
disable a login following a login security threshold violation. This field is a
dynamic field and only appears on the Login Administration form when the
SVN Login Violation Notification feature is enabled. The system default for
the Di sabl e Following a Security Violationfieldisy.

Entery inthe Access to | NADS Port ? field to allow access to the
remote administration port. This field only displays if Lucent has first
enabled the customer super-user access to the INADS Remote
Administration Port. The system default is n. This step is valid for V8 and
higher systems only.

Enter a password for the new login in the Login’s Password field (the
system will not echo the password to the screen as you type). A password
must have from 4 to 11 characters and contain at least 1 alphabetic and 1
numeric symbol. Valid characters include numbers, and '&*?;*(),.:- .

Re-enter the password in the Login’s Password field. The system will
not echo the password to the screen as you type.

In the Password Aging Cycle Length field, enter the number of days
(1 to 99) from the current day that you want the password to expire. If you
enter a blank in this field, password aging does not apply to the login.

Decide whether or not to leave the default of yes (y) in the Facility

Test Call Notification? field. If you retain the default, the user
receives notification at logoff that the facility test call feature access code
is administered. If you do not want the notification to appear, set the field
ton.

A CAUTION:
Leaving The facility Test Call administered after logging off poses a

significant security risk.
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11.

12.

13.

Decide whether or not to leave the default of yes (y) inthe Facility
Test Call Notification Acknow edgnent Required? field. If
you retain the default, the user is required to acknowledge that they wish
to logoff while Facility Test Call is still administered. If you do not want to
force the user to acknowledge, set the field to n. This field appears only if
the Facility Test Call Notificationfieldissettoy.

Decide whether or not to leave the default of yes (y) in the Renot e
Access Noti fication? field. If you retain the default, the user receives
notification at logoff that remote access is still administered. If you do not
want the notification to appear, set the field to n.

A CAUTION:
To Leave Remote Access feature administered after logging off

poses a significant security risk if you are using the feature in
conjunction with the Facility Test Call feature.

Decide whether or not to leave the default of yes (y) in the Renot e
Access Acknow edgnent Required? field. If you retain the default,
the user is required to acknowledge that they wish to logoff while remote
access is still administered. If you do not want to force the user to
acknowledge, set the field to n. This field appears only if the Faci l i ty
Test Call Notificationfieldissettoy.

N

LOG N BEI NG ADM NI STERED

Disable Following a Security Violation?

LOGIN’S PASSWORD INFORMATION
Login’s Password:
Reenter Login’s Password:
Password Aging Cycle Length:

LOGOFF NOTIFICATION
Facility Test Call Notification? y Acknowledgment Required? y

~

LOG N ADM NI STRATI ON
Password of Logi n Maki ng Change:
Login’s Name:Xxxxxxx
Login Type:
Service Level:

Access to INADS Port?

Remote Access Notification? y Acknowledgment Required? y /

Screen 3-3. Login Administration
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Changing a Login’s Attributes

To change a customer login’s attributes, you must be a super-user, have
administrative permissions (specifically, the Admi ni st rati on Perm ssi on
field must be set to y for the super-user), and:

1.

Enter the change login [name] command to access the Login
Administration form.

Enter your super-user password in the Password of Logi n Maki ng
Change field on the Login Administration form.

The 3- to 6-character login name whose attributes are to be changed is
displayed in the Login’s Name field.

Enter cust orrer in the Login Type field.
Enter super - user or non-super - user in the Service Level field.

=>» NOTE:
You cannot change your own service level.

. To disable a login following a login security threshold violation, enter y in

the Disable Following a Security Violation field. This is a field
that only appears on the Login Administration form when the SVN Login
Violation Notification feature is enabled.

. To allow access to the remote administration port, enter y in the Access

to INADS Port?  field. This field only displays if Lucent has first enabled
customer super-user access to the INADS Remote Administration Port.

Enter a password for the new login in the Login’s Password field (the
system will not echo the password to the screen as you type). A password
must have from 4 to 11 characters in length and contain at least 1
alphabetic and 1 numeric symbol. Valid characters include numbers, and
1&*?,7 (),.:-.

Re-enter the password in the Login’s Password field. The system will
not echo the password to the screen as you type.

In the Password Aging Cycle Length field, enter the number of days
(1 to 99) from the current day when you wish the password to expire. If a
blank is entered in this field, password aging does not apply to the login.
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Administering Login Command Permissions

Login permissions for a specified login can be set by the super-user to block any
command object that may compromise switch security. Up to 40 administration
or maintenance command objects can be blocked for a specified login. When an
object (administrative or maintenance command) is entered in the blocked
object list on the Command Permissions Categories Restricted Object List form,
the associated administrative or maintenance actions cannot be performed by
the specified login.

There are 3 command categories. Each of the 3 command categories has a
group of command subcategories listed under them, and each command
subcategory has a list of command objects that the commands acts on. For a list
of objects, see Tables 3-1 through 3-4 for Command Permissions Form Entries, in
the areas of Display Administration and Maintenance, Administer Permissions,
Administer Stations, and Administer Trunks, respectively. A super-user can set a
user’s permissions to restrict or block access to any command in these
categories. The 3 categories are:

» Common Commands
— Display Admin. and Maint. Data
— System Measurements
» Administration Commands
— Administer Stations
— Administer Trunks
— Additional Restrictions
— Administer Features
— Administer Permissions
» Maintenance Commands
— Maintain Stations
— Maintain Trunks
— Maintain Systems
— Maintain Switch Circuit Packs

— Maintain Process Circuit Packs
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These categories are displayed on the Command Permissions Categories form.
To administer command permissions, log in as super-user and:

1. Access the Command Permissions Categories form by entering the
command change permissions login [login name]. When the Command
Permission Categories form opens for a login, the default permissions for
that| ogi n type appear on the form. The super-user administering the
login can then change a y to n for each subcategory field on the form.

2. Select a category for the login and enter y in each field where permission
to perform a administrative or maintenance action is needed. The
command object you select must be within the permissions for the login
type you are administering.

If the maintenance option is set to y on the Customer Options form, the
super-user can entery inthe Maintain Switch Crcuit Packs? or
Mai ntain Process Circuit Packs? fields.

3. A super-user with full super-user permissions (super-user administering
the login cannot have the Addi ti onal Restricti ons field settoy for
his/her own login) can restrict additional administrative or maintenance
actions for a specified login by entering y in the Addi t i onal
Restri cti ons field on the Command Permission Categories form. Enter
the additional restrictions for a login in the Rest ri ct ed obj ect |i st
fields on the Command Permission Categories Restricted Object List form.
You can enter up to 40 command names (object names) to block actions
associated with a command category for a specified login.

/ Page 1 of 3\

COVWAND PERM SSI ON CATEGORI ES
Logi n Nanme: Sup3ru

COVVON  COMVANDS
Di splay Admin. and Maint. Data? y
System Measurenents? _

ADM NI STRATI ON  COMVANDS
Admini ster Stations? y Admi ni ster Features? y
Admi ni ster Trunks? y Admi ni ster Perm ssions? y
Addi tional Restrictions? n

MAI NTENANCE COMMANDS
Maintain Stations? n Maintain Switch Crcuit Packs? n
Maintain Trunks? n Maintain Process CGrcuit Packs? n
Mai ntai n Systems? n

N /

Screen 3-4. Command Permission Categories (Page 1 of 3)
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/ Page 2 of 3\

COMVAND PERM SSI ON CATEGORI ES
RESTRI CTED OBJECT LI ST

N /

Screen 3-5. Command Permissions Categories (Page 2 of 3)

/ Page 3 of 3\

COMVAND PERM SSI ON CATEGORI ES
RESTRI CTED OBJECT LI ST

N /

Screen 3-6. Command Permissions Categories (Page 3 of 3)

Table 3-1. Command Permissions Form Entries — Display Administration and

Maintenance
Action
Object
Change | Display | List | Monitor | Remove | Status | Test

aar analysis X X

aar digit-conversion X X

aar route-chosen X

abbreviated-dialing 7103A-buttons

abbreviated-dialing enhanced X

Continued on next page
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Table 3-1. Command Permissions Form Entries — Display Administration and
Maintenance — Continued

Action
Object

Change | Display | List | Monitor | Remove | Status | Test

abbreviated-dialing group X X

abbreviated-dialing personal X X

abbreviated-dialing system X

aca-parameters

access-endpoint

adjunct-names

adjunt-controlled-agents

administered-connection

agent-loginlD

alarms

alias-station

alphanumeric-dial-table

X |IX [ X[ X |[X|X|X]|X]|X

alternate-frl

analog -testcall X

x

announcements

ars analysis

ars analysis X

ars digit-conversion X

ars digit-conversion

x

ars route-chosen

ars-toll X

attendant

bcms agent

bcms lignites

bcms split

bcms trunk

X | X [ X | X |X]|X

bcms vdn

board X

bri-port X

bridged-extensions X

bulletin-board X

Continued on next page
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Table 3-1. Command Permissions Form Entries — Display Administration and
Maintenance — Continued

Action
Object

Change | Display | List | Monitor | Remove | Status | Test

button-location-aca X

cabinet X X

call-forwarding

call-screening

capacity

card-mem” X X

cdr-link

circuit-packs

communication-interface hop-channels

communication-interface links

X [ X [ X [ X
x

communication-interface
proc-channels

configuration all

configuration board

configuration carrier

configuration control

configuration network

configuration software

configuration station

X[ X [ X[ X|X|X|X|X

configuration trunk

console-parameters

cor

cos

coverage answer-group

coverage groups

X [ X [ X | X|X|X

coverage path

customer-alarm

data-module

dappling
digit-absorption

X | X | X [ X

display-format

Continued on next page
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Table 3-1. Command Permissions Form Entries — Display Administration and
Maintenance — Continued

Action

Object
Change | Display | List | Monitor | Remove | Status | Test

do-not-disturb group X

do-not-disturb station X

dsl

dsp-msg-auto-wakeup

dsp-msg-call-identifier

dsp-msg-date-time

dsp-msg-lwc

dsp-msg-mct

dsp-msg-miscellaneous

dsp-msg-property-mgmt

dsp-msg-softkey-label

XX [ X[ X[ X|X|X|X|X|X

dsp-msg-tod-routing

emergency X

enp-number-plan X

environment X

errors

events X

external-device-alarm X

extension-type X

external-device-alarming X

feature-access-code X

fiber-link™

groups-of-extensions

hardware-group X X

health

history

hunt-group X

inads-link X

integrated-annc-boards

intercom-group

interface’ X X

Continued on next page
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Table 3-1. Command Permissions Form Entries — Display Administration and
Maintenance — Continued

Action
Object
Change | Display | List | Monitor | Remove | Status | Test
intra-switch-cdr X X
isdn cpn-prefix X
isdn network-facilities X
isdn-testcall X

isdn tsc-gateway

ixc-codes X

journal-printer

led

link X

listed-directory-numbers X

login X

Iogini X

login-ids X

maintenance X

marked-port X

mct-group-extensions X

mct-history X

meas-selection coverage

meas-selection principal

meas-selection route-pattern

meas-selection trunk-group

X | X | X [ X [ X

meas-selection wideband-trunk-grp

measurements security-violations detail

measurements security-violations X
summary

memory X

MO

modem-pool X X

multi-frequency signaling

network-control X

node-routing X X

Continued on next page
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Table 3-1. Command Permissions Form Entries — Display Administration and
Maintenance — Continued

Action

Object
Change | Display | List | Monitor | Remove | Status | Test

packet-control® X X

packet-interfacel X

paging code-calling-ids X X

paging-loudspeaker

password X

periodic-scheduled X

permissions

personal-CO-line

pgate

X | X | X [ X

pickup-group
pkt X

pms X

pms-down X

pms-link X

pms-log X

pnc

port X X

port-networki X

pri-endpoint X X X

processor

remote-call-coverage

report-scheduler X X X

rhnpa

route-pattern X X

routing-table

scr X

second-digit X

security-violations X

set-data X

signaling-group X X X X

sit-treatment

Continued on next page
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Table 3-1. Command Permissions Form Entries — Display Administration and
Maintenance — Continued

Action
Object

Change | Display | List | Monitor | Remove | Status | Test

site-data X

skill X

sp-link X X

spe

stargate-port

station X X X

svn-button-location

switch-nodel

synchronization X X X

X

sys-link X

system X

system 1st-cabinet

system 2nd-cabinet

system 3rd-cabinet

X | X [ X [ X

system all-cabinets

system conn X

system customer-options

system features

system-maintenance

system-parameters cdr

system-parameters country-options

system-parameters duplicationl

system-parameters hospitality

X [ X [ X | X | X |X|X]|X

system-parameters security

tdm X

term-ext-group

terminal-parameters 603/302B1

terminal-parameters 8400

test-schedule

time

X | X [ X [ X | X |X

time-of-day

Continued on next page
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Table 3-1. Command Permissions Form Entries — Display Administration and
Maintenance — Continued

Action

Object
Change | Display | List | Monitor | Remove | Status | Test

toll X

toll all

toll restricted-call

toll-list

X [ X [ X [ X

toll unrestricted-call

tone-clock X

trunk X

trunk-group X X X

trunk-group-history

trunk-group-members X

tsc-administered X

tti X

udp X

unstaffed-agents

usage button-type hunt-ns

usage button-type trunk-ns

usage button-type night-service

usag e-extensions

usage-hunt

vdn X

vector

wakeup incomplete

wakeup requests

XIX[X[X[X|X|X|X|X[X|[X]|X

wakeup station

wakeup-log X

*. Intel only.
. MIPS only.
f.  Must be super-user.
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Table 3-2. Command Permissions Form Entries — Administer Permissions

Action
Object -
Add | Change | Display | Enable | Remove
login X X X X X
permissions X

Table 3-3. Command Permissions Form Entries — Administer Stations

Object Action .
Add | Change | Duplicate | Remove

abbreviated-dialing 7103A-buttons X X X
abbreviated-dialing enhanced X X

abbreviated-dialing group X X X
abbreviated-dialing personal X X
abbreviated-dialing system X X X
alias-station X

attendant X X X
console-parameters

data-module X X X X
routing-table X X X
station X X X X
terminal-parameters 603/302B1 X

terminal-parameters 8400 X

vdn X X X
vector X
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Object

Action

Add

Change

Display

Duplicate

Remove

aar analysis

X

aar digit-conversion

access-endpoint

announcements

ars analysis

ars digit-conversion

ars toll

digit-absorption

meas-selection route-pattern

meas-selection trunk-group

meas-selection wideband-trunk-grp

modem-pool

personal-CO-line

pri-endpoint

remote-access

rhnpa

route-pattern

time-of-day

toll

trunk-group

XIX|X|IX|X|XIX|X[X|X|X|X|X[X|X[|X]|X|X]|X
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Logging Off

The terminal should be logged off whenever it is not in use to avoid accidental or
malicious entries that could corrupt translations or disrupt operations. This also
re-enables INADS alarm origination so that alarms will not go unreported.

To log off, simply enter logoff at the command prompt. The screen should then
display:

| ogi n:

If no entry is made for 30 minutes during a craft login, the system automatically
times out and terminates the login. At that time, any unresolved alarms that have
not been reported to INADS will be reported. If you are logged in at more than
one G3-MT terminal, the system waits until the last terminal times out or logs off
before reporting such alarms to INADS.

Logoff Notification alerts system administrators of enabled features that present
a significant security risk. The user may be required to acknowledge the
notification before the logoff is completed. If facility test call notification or remote
access natification are enabled for your login (see Adding Customer Logins and
Assigning Initial Passwords, below), you receive a logoff screen. If either the
facility test call or remote access acknowledgments are required, you need to
respond to the Proceed wi t h Logof f ? prompt on the logoff screen. The
response is defaulted to n; you must enter y to override the default.

A CAUTION:
To leave the facility test call administered after you logoff poses a significant
security risk.

A CAUTION:
To Leave Remote Access feature administered after logging off poses a
significant security risk if you are using the feature in conjunction with the
Facility Test Call feature.

N

~

Facility Test Call Adm nistered
Renpt e Access Adnmi ni stered

Proceed with Logoff? [n]

Screen 3-7.

Logoff Screen
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Switch-Based Bulletin Board

This feature allows a System Access Terminal (SAT) user to leave messages in
the system in order to communicate with other system users. The bulletin board
service provides an easy message interface between the customer and Lucent.

For example, when a new load is installed on a switch in the customer’s system,
Lucent can leave the customer messages that describe any new functions. It
allows Lucent to keep the customer informed on the discovery of new problems.
In addition, this feature provides additional information concerning problems that
have already been escalated by the normal procedure.

=>» NOTE:
This feature does not substitute for any existing procedures for escalating
problems. It is only an aid to the existing process.

Accessing the Bulletin Board

Any user with the appropriate permissions can log into the system and access
the bulletin board. Users that have “Maintain System” or “Administer Features”
permissions can enter, change, display, print, or schedule to print a message.
Users that have “Display Admin” and “Maintain Data” permission can display the
bulletin board. Any user who has “Display” permission can display, print, or
schedule to print the contents of the bulletin board.

When a user logs on to the system they the system natifies them of any
messages on the bulletin board. The notification message indicates the last time
the bulletin board was updated, if any “High-Priority” message exist, and if the
bulletin board is 80% or more full. If a “High-Priority” message exists, the
command prompt changes to the following message:

« Hiogh-Priority Bulletin Board Messages Entered:

After the next command, the default command prompt returns to the screen.

User Considerations

General considerations that apply to users are:
= Only one user at a time may edit a message on the bulletin board.
» The user must have the proper permissions to access the bulletin board.

» The user must maintain the information stored on the bulletin board. It is
the user’s responsibility to delete old messages. If the bulletin board is full,
any new messages overwrite old messages.
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System Considerations

The Bulletin Board feature provides up to three pages of text for each message.
Each page is limited to 20 lines of text and 40 characters per line. The first ten
lines of text on page one are reserved for Lucent Service’s High-Priority
messages.

System Bulletin Board Commands

The system commands change bulletin board, display bulletin board, and
existing commands in the user interface can be used for the Switch Based
Bulletin Board.

To edit or enter a message on the Switch Based Bulletin Board you must:

1. Log into the system with “Maintain System” or “Administer Features”
Permissions.

2. Enter the command change bulletin-board.

3. Follow system prompts.

To display messages on the Switch Based Bulletin Board you must:

1. Log into the system with “Maintain System”, “Display Admin,” or “Maint
Data” permissions.

2. Enter the command display bulletin board.

3. Follow system prompts.

Editing a Switch-Based Bulletin Board Message

A message may contain up to three pages of information with the first ten lines on
page one reserved for Lucent Service’s High-Priority messages (the init, inads,
and craftlogins can edit the first ten lines on page one). Pages two and three will
allow up to 20 lines of 40 characters of text. Each line has a date field to show
when the line is modified.

The control keys used to edit existing forms serve to edit a message in the Switch
Based Bulletin Board. The following characters are allowed for use in the text

field:
» Uppercasel/lowercase letters, spaces, numerals, and ! @#$%" &*()_
-+=[[{}7<> 0.
=> NOTE:

Tab characters are not allowed. The existing command line interface will
cause the cursor to move to the next field if a Tab character is entered.
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If a user changes any lines which cause 2 or more consecutive blank lines, the

bulletin board automatically reorganizes (upon submittal). Two or more blank

lines change to a single blank line. A blank line at the top of a form is deleted.
These changes prevent holes from developing in the bulletin board screens as
old entries are deleted.

To save a message entered into the bulletin board text field, you must execute
the save translation command.

The following screen is an example of bulletin board messages between Lucent
and a customer that is having trouble with trunk group translations:

Gspl ay bulletin-board Page 1 of 3

Messages (* indicates high-priority)
Lucent is in the process of
i nvestigating your trunk | ockup problem
The Bulletin Board will be updated as
information is found.
We have identified the problem
The trunk you added does not provide
di sconnect supervision, however your trunk
group was adm ni stered as such.
Pl ease call for details.

We recently added a new trunk group (14)

and have had trunk group nenbers | ocking up.

We see the error - Thanks for checking.

~

Dat e
02/ 02/ 95
02/ 02/ 95
02/ 02/ 95
02/ 02/ 95
02/ 02/ 95
02/ 02/ 95
02/ 02/ 95
02/ 02/ 95
02/ 02/ 95

02/ 03/ 95
02/ 03/ 95
02/ 03/ 95

/
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Initialization and Recovery

When the system is powered up, or when it experiences a catastrophic fault that
interrupts its basic functions, it undergoes a reboot. In addition to reboot, there
are several less severe resets available for the system to recover from less
disrupting errors. The technician can also initiate these resets with a command.

A cauTion:
System resets can have wide-ranging disruptive effects. Unless you are

familiar with resetting the system, follow normal escalation procedures
before attempting a demand reset.

If a reset fails to recover normal system operation, the firmware that controls reset
will escalate to the next higher level, up to reboot if necessary. A failure to reboot
results in SPE-down mode, which is described in later in this chapter.

This chapter describes the causes, effects, and duration of each reset level. In a
system with duplicated SPE, the standby SPE can undergo a reset without
disrupting service since the active SPE remains in control. These resets can also
be requested with the corresponding reset standby-spe level commands. All
standby resets turn off memory shadowing, leaving the standby SPE temporarily
unavailable for service. Refresh of the standby typically takes several minutes.

When resets occur, including interchanges, an error is logged against the
maintenance object “SYSTEM.” The error code gives information about the cause
of the reset. Information about the reset is also logged in the initcauses log. See
display initcauses in Chapter 8, “Maintenance Commands”.
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The EPNs can also undergo individual resets. These are described in “EXP-INTF
(Expansion Interface Circuit Pack)” and “EXP-PN (Expansion Port Network)” in
Chapter 9, “Maintenance Object Repair Procedures”. PNC interchanges are
described under PNC-DUP in Chapter 9, and under reset pnc interchange in
Chapter 8, “Maintenance Commands”.

Multiple Offer Categories

When the system is initially powered up, or when it experiences a catastrophic
fault that interrupts its basic functions, the system either initializes or reboots.

Initialization

Upon initialization, no forms (not even Customer Options) are available until the
Offer Category is set. (The remote INADS channel is available.) To set the
customer options, do the following:

1. Enter change system-parameters offer-options (init and inads logins
only) and the following form displays:

-

change system paranmeters offer-options \

OFFER OPTI ONS FORM

O fer Category: _
Activate O fer? _

WARNI NG Need to save transl ati ons and reboot to make t he change permanent.
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Hot Restart

Field descriptions

O fer category

Activate offer?

4-3

Type either A or B.

Typey if the entry for Of f er cat egory is correct and press Tab.
Type n if there is an error in the O f er cat egory field and press
Tab. Re-enter the correct Offer Category.

2. After these two fields are filled and you press Enter, the system displays:

WARNI NG Activating Ofer Category nmay set unchangeabl e
limts.

This is to let you know that the Offer Category along with the model
determine the system capacities (limits) and allowable hardware.

3. Press the submit key to submit the form.

4. Use the save translations command to make the changes permanent.

A CAUTION:

Hot Restart

To avoid potential loss of servce, ensure that your system’s
translations are protected by saving them to the PCM/CIA card.

This reset occurs only on a duplicated SPE during a planned SPE interchange.

Duration

Causes

Effects

Up to 1.5 minutes
reset system interchange command

(use of the contention-override or health-override options
causes a reset level 1 or higher)

SPE interchange requested by scheduled maintenance
Call service is unaffected.

Yellow LEDs light on new active SPE and go out on the new
standby.

Memory shadowing is turned off.

Remote access port (SYSAM-RMT) login is dropped.
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Reset Level 1 (Warm Restart)

Duration

Causes

Effects

Up to 10 seconds, typically 2 seconds
reset system 1 command

Spontaneous SPE interchange (those caused by hardware
faults)

Software faults that are non-service affecting
Abort of planned SPE interchange
Hardware bus errors

TN1655 Packet Interface faults

Stable calls are preserved.

System links, and stable feature and service state data are
preserved.

Error and alarm logs are preserved, but all alarms are resolved
except for STBY-SPE and busyouts.

Transient calls (not yet connected), and some user stimuli, are
dropped.

New calls are not processed during the reset.

G3-MT logins, including remote access and system port logins,
are dropped.

If the reset resulted from a spontaneous SPE interchange,
memory shadowing is turned off, and the standby SPE will not
be available for service until memory is refreshed (several
minutes).

Application links such as those to AUDIX and CDR are
dropped and reestablished in under 2 1/2 minutes. (BX.25 links
are not dropped, and CDR data is buffered during the outage.)

MSS activity is aborted.

Translation data is preserved, but if translation changes were in
progress, the reset is escalated to Reset Level 3 (Cold-1).

If core dump is enabled for this reset level, reset is delayed
until the core dump is complete.



DEFINITY ECS Release 8.2 Maintenance for R8r 555-233-117

Issue 1

April 2000

4 |Initialization and Recovery
Reset Level 2 (Cold-2 Restart)

Reset Level 2 (Cold-2 Restart)

Duration

Causes

Effects

Up to 3.75 minutes

reset system 2 command

Escalation from reset level 1

An attempted reset level 1 during a PNC interchange
TDM-bus clock recovery on the PPN

Spontaneous interchange into an unrefreshed standby SPE
All system and application links are dropped.

All calls are dropped.

Non-translation feature data, such as Automatic Wakeup calls,
are lost and must be reentered.

All G3-MT logins, including remote access and system port
logins, are dropped.

Initialization firmware runs diagnostics and displays results on
the G3-MT screen.

SPE memory shadowing is turned off, leaving the standby SPE
unavailable for service for several minutes.

All hardware components, except PNC components, are reset,
including the EPNSs. All standby Expansion Interfaces, and the
active El in the PPN are reset. SNIs, SNCs, DS1Cs and active

Els in the EPNs are not reset.

If the PNC is duplicated, a global refresh of the standby PNC is
performed after the reset.

All busied out maintenance objects are released and must be
rebusied, if so desired.

Circuit packs are reinitialized, (translations are verified by
comparison to physical board locations).

If core dump is enabled for this reset level, reset is delayed
until the core dump is complete.

Error and alarm logs are preserved, but all alarms are resolved
except for STBY-SPE and busyouts.

4-5
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Reset Level 3 (Cold-1 Restart)

Duration

Causes

Effects

Up to 6.5 minutes

reset system 3 command

Escalation from reset level 2

Translation loading fault

Spontaneous interchange into an unrefreshed standby SPE

Actions and effects are the same as for reset level 2, plus the
following:

Emergency transfer is invoked.
Translations are reloaded from disk or removable media.

If core dump is enabled for this reset level, reset is delayed
until the core dump is complete.

Translations entered by users since the last save translation
was executed by command or by scheduled maintenance are
lost.

Reset Level 4 (Reboot)

Duration

Causes

Effects

Typically 8 to 11 minutes
reset system 4 command
Escalation from reset level 3
Power up

Recovery attempt from SPE-down mode (requested by reboot
command, or automatically every 20 minutes)

Spontaneous interchange into an unrefreshed standby SPE

System software (boot image) is reloaded, and all processes
are reinitialized

The disk, if present and healthy, is the default device from
which the software is loaded. Otherwise, the reload is taken
from removable media

Before reboot, the system attempts to save the alarm and error
logs to the disk on the active SPE

After reboot, error and alarm logs are restored from the SPE
that is active coming out of the reboot. (Note that this means
that some error and alarm information may be lost if the last

save before the reboot save does not succeed or if an SPE

interchange takes place)
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Other effects are the same as those in reset level 3, except that
more extensive diagnostics are performed.

If reboot fails, SPE-down mode is invoked.

If a core dump is enabled for this reset level via the set vector
command, the reboot is delayed until the core dump has
completed.

Reset Level 5 (Extended Reboot)

Duration  Up to 25 minutes
Causes reset system 5 command
This reset is invoked only by command

Effects Effects are the same as for a level 4 reboot except that more
extensive diagnostics are performed.

This reset is used to diagnose SPE component failures not
detected by level 4 reboot tests.

Initialization Diagnostics

For each reset level, the system performs a series of diagnostic tests on
components of the SPE to confirm that the system can be brought into service.
The management terminal displays the result of each test as it occurs. If a reboot
fails, and the system cannot bring itself up, SPE-down mode is invoked. A
description of this mode, with troubleshooting procedures available to it, appears
in the following section.

Table 4-1 shows the diagnostic tests run during initializations. Level 1, 2 and 3
resets 4 perform the first 11 tests (through the Timer Test). Reboots complete all
tests in the table except the last one. Only extended reboots execute the Memory
Board Couple Test.

If a test fails, make the indicated repair. If more than one repair is indicated,
perform them in the order shown until the problem is resolved. Follow procedures
described in “Replacing SPE Circuit Packs” in Chapter 5, “Alarms, Errors, and
Troubleshooting™”.
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Table 4-1. Initialization Diagnostics for All Reset Levels
Test Description/Recommendation
Internal Register Test Replace processor.
Loop Data Test Replace processor. Replace memory 1. Reseat

all circuit packs in the processor carrier except
SYSAM. The carrier may be defective. Follow
normal escalation procedures.

Duart Test Replace the processor board. Failure of this test
will not prevent the system from running, but the
processor is probably faulty.

Rom Checksum Test Replace the processor.
Control Status Test Replace the processor.
Dcache Test Replace the processor. Failure of this test may

not prevent the system from running, but
degradation of service is probable.

Icache test Replace the processor. Failure of this test may
not prevent the system from running, but
degradation of service is probable.

Write Buffer Test Replace the processor. Replace the memory 1.

Bus Test Replace processor. Replace memory 1. Reseat
all circuit packs in the processor carrier except
SYSAM. The carrier may be defective. Follow
normal escalation procedures.

Parity Test Replace the processor. Replace the SYSAM.

Timer Test Replace the processor.

Bus Config Test Replace processor.

Mem Config Test Check memory boards for correct TN number
and positioning on the carrier. Reseat memory
boards.

Memory Functional Test Replace memory boards one at a time until test
passes.

Memory Board Stuck Bit Replace memory board.
Test

Memory Board EDC Test Replace memory board.

Continued on next page
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Table 4-1. Initialization Diagnostics for All Reset Levels — Continued

Test

Description/Recommendation

Memory Board Burst Test

Replace memory board Replace processor
board The carrier may be defective. Follow
normal escalation procedures.

Sysam Test

Replace the SYSAM board.

Vm Test

Replace the processor.

Exception Test

Replace the processor.

MSS Test Replace the MSSNET board. Replace the
processor.

Sanity Timer Test Replace the SYSAM board.

Dupint Test Replace the DUPINT board.

Disk Test Replace the disk drive.

Loading Disk Reformat disk. Replace the MSSNET board.

Ram Data Checksum Test

Reboot from whichever device (removable
media or disk) was not used for the failed reboot.
Replace memory.

Ram Text Checksum Test

Reboot from whichever device (removable
media or disk) was not used for the failed reboot.
Replace memory.

Removable Media Test

Replace the removable media cartridge.
Replace the removable media drive. Replace the
MSSNET board.

Pktint Reset Test

Replace the packet interface board.

Mem Board Couple Test
(Extended reboot only)

Replace the indicated memory board.
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SPE-Down Command Interface

A limited command interface called the SPE-down interface can be used to
communicate with low level firmware when system software is unavailable for
executing the usual maintenance commands. This is useful in three situations.

» The SPE is down in a system without duplicated SPEs
» The standby SPE is down in a system with duplicated SPEs
» One SPE is locked standby in a system with duplicated SPEs

SPE-Down Mode

Severe problems with components of the SPE may render a non-duplicated
system incapable of call processing and other normal operations. When this
happens, the system enters SPE-down mode and software is no longer in control.
If the SPE is duplicated, this situation only occurs when both SPEs have fatal
faults. Otherwise, if one SPE goes down, an interchange will occur and the
system will run on the newly active SPE.

SPE Locked Standby or Standby SPE-Down

The SPE-down interface can be useful when repairing a standby SPE on a
duplicated system. For example, if handshake communication is down, this is the
only way to communicate with the standby SPE. Or, if a circuit pack on the
standby has been replaced, this interface allows you to test both that circuit pack
and the rest of the standby SPE before unlocking.

When the standby SPE on a duplicated system is down, or locked by means of
the SPE-Select switches, it is no longer in communication with the active side,
and the system is functionally unduplicated. In this state, the normal
Maintenance User Interface is unavailable to the standby SPE. You can use the
SPE-down interface to test the standby SPE and verify its health before rebooting
or unlocking. A test of all SPE boards takes only a short time and ensures that all
problems have been fixed and the SPE is ready to return to service.
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Bringing Up the SPE-Down Interface

When SPE-down mode is in effect, the red LED will be lit on the Processor circuit
pack and the system will present the following message:

kkhkkkkkkkk*kx*x SPE I:D/W ,\/U:)E EIE IR I O R

An alarm-natification call already in progress will preempt input from the terminal.
When the call is completed or dropped, the system displays the results of the call
and a welcome message with one of the following prompts, indicating which SPE
is currently connected to the terminal.

SPE_A DONA> If SPE-A was active when the system went
down

SPE B DOWA> If SPE-B was active when the system went
down

SPE_DOWN> If the SPE is unduplicated

You can now enter SPE-down interface commands as described in “Using the
SPE-Down Interface”. If the prompt does not appear, check the connections
between the terminal and the control carrier. Make sure the cable is connected to
the connector labeled ACTIVE. If possible, try a different cable and/or terminal. If
the prompt is still not present, replace the SYSAM circuit pack. If the SPE remains
down with no prompt, follow normal escalation procedures.

To return the standby SPE to service, see the following section on "“Bringing the
SPE Back into Service”.

SPE Locked Standby or Standby SPE-Down

To bring up the SPE-down interface on a functioning duplicated system, connect
the terminal to the STANDBY terminal connector on the rear panel of either
processor carrier. Assuming all cabling is intact, either connector will access the
SPE which is standby. If the standby SPE is down, the message and prompt
shown above are displayed. To enter SPE-locked-standby mode, carefully, and
one at a time, move the SPE-Select switches to the position indicating the carrier
of the currently active SPE. For example, if the SPE in carrier A is active, move the
switches to position A. When the SPE is locked, SPE interchanges are prevented,
memory shadowing is turned off, handshake is down, and maintenance activities
normally controlled by software on the active SPE cease. The following message
is printed, (in this example, A is locked standby):

*********SPE A IOCked St andby************

One of the following prompts will appear, indicating which SPE is locked standby
and whether the SPE is down.
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SPE_A_LOCKED>

SPE_B_LOCKED>

SPE_A_DOWN_L OCKED>

SPE_B_DOWN_L OCKED>

You can now enter the commands described in “Using the SPE-Down Interface”.
If the prompt fails to appear, check your connections. Try connecting to the
connector labeled STANDBY on the other PPN control carrier (A or B). If possible,
try using a different cable and/or terminal. If the above actions do not produce a

prompt, replace the SYSAM circuit pack on the standby SPE. If the prompt is still
not present, follow normal escalation procedures.

If an SPE was down and the SPE-Select switches are set to lock, the
down-and-locked-standby mode replaces the SPE-down mode. Normally, when
the standby SPE is up and cycling, the yellow LED on the Processor circuit pack
flashes on and off. If the SPE is locked standby and a terminal is connected to
the STANDBY connector, the Processor LED remains unlit.

To return the standby SPE to service, see the following section on "“Bringing the
SPE Back into Service”.

=> NOTE:
The physical connection of the terminal to the STANDBY connector while
the SPE is locked standby with the SPE-Select switches prevents the
Standby Maintenance Monitor (SMM) from running. Any reboot command
to the standby while it is in the locked state will abort.

Using the SPE-Down Interface

When one of the above prompts appear, you may enter Spe-down interface
commands. These are executed by the Low-level Maintenance Monitor (LMM),
which is firmware resident on the processor board for controlling initialization and
recovery actions, and processor and memory diagnostics.

Communications with the terminal are handled by the SYSAM board. If a remote
access port (SYSAM-RMT) call is received while in this mode, it will preempt
access by the local MT, and this message will be displayed:

Local Term nal session overridden by renpte access

KEYBOARD LOCKED, WAI T FOR SYSAM OR LOG N PROWPT

When the call is completed or dropped, the prompt will return. Note that the
SPE-down interface to an SPE that is locked standby is never available to the
remote access port, because the standby SPE is isolated from the active SYSAM
circuit pack.
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A limited set of commands is available to the SPE-down interface, as follows.

Table 4-2. SPE-Down Interface Commands

Keyboard Entry Command

? Help

r Reboot

S Secondary reboot

d display alarms

talort Test all standby SPE circuit packs

t sy Test SYSAM circuit pack
t pr Test Processor circuit pack
tml Test Memory circuit pack 1
tm2 Test Memory circuit pack 2
tm3 Test Memory circuit pack 3
tm4 Test Memory circuit pack 4
t ma Test all Memory circuit packs
t du Test DUPINT circuit pack
tms Test MSSNET circuit pack
tpl Test PKTINT circuit pack 1
tp2 Test PKTINT circuit pack 2
tp3 Test PKTINT circuit pack 3
t pa Test all PKTINT circuit packs

The following qualifier can be used with the test commands:

1to 99 Number of repetitions (default is 1)

Enter only the characters which appear in bold type. For instance, to test all
memory boards ten times, enter t ma 10 Entering t results in testing all boards
once. You can abort the execution of a command by pressing esc 3 times.

Test Commands

After a command is entered, various test result messages are printed on the
terminal, indicating whether each test passes, fails or aborts. If any components
fail, refer to the Maintenance Object documentation that applies. Additional
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information for interpreting these results can be found in the “Troubleshooting a
Duplicated SPE” and “Testing the Standby SPE” sections in Chapter 5, “Alarms,
Errors, and Troubleshooting”. Note that the test memory command performs
exhaustive tests and can be very time-consuming.

When testing is complete, the system readies itself for another command and the
prompt appears. If testing does not complete within 20 minutes, the following
message is displayed:

LMMdid not finish test in tine.

This is a serious error indicating that the processor, bus, and/or LMM are not
working properly. Normally you will see initial test result output within a few
seconds. If not, you can abort the test request by pressing Esc 3 times, and the
command prompt will be returned.

If the SPE-down mode is entered or re-entered as a result of the test request, the
screen displays:

Can’t continue - test aborted.

Again, this is a serious error, but at least the processor is able to handle
SPE-down reporting. Likely fault locations are memory board number 1,
processor board, or processor/memory bus.

Display Alarms Command

The display alarms command asks for the alarms that caused the SPE to go
down. It is valid only in the SPE-down or down-and-locked-standby mode. If d is
entered while the SPE is in one of the down modes, the following header is
displayed:

DISPLAY ALARMS:

Physical Logical On Alternate Alarm Date Date
Name Name Board? Name Type Alarmed Resolved



DEFINITY ECS Release 8.2 Maintenance for R8r 555-233-117 Issue 1
April 2000

4 |Initialization and Recovery
SPE-Down Command Interface 4-15

The header is followed by one and only one of the following lines (except that
more than one Memory circuit pack failure may be displayed):

PRCCR y  ----- MAJOR  ----- -----
----- MEM BD 0 y see-- MR ---ee e
----- MEM BD 1 y -e--- MAJOR ----- -
----- MEM BD 2 y -e--- MAJOR --e-- mme--
----- MEM BD 3 y cee-- MR ---ee e
----- MSS_NET y VN [© - S
----- R- MEDI A y cee-- MR ---ee e
----- DI SK y -----  MAIOR -----
----- NO R-MEDIA y V¥ [© - S
----- BOOT_ERROR -ee-- MR ---ee e
----- SPE_SAN ----- MR ----- -

Note that the display is designed to approximate an alarm display from software
maintenance, but is not populated with certain information, represented by
dashed out fields. Only the first failed component detected is displayed.

In the absence of any other information about the cause of the failure, replace the
indicated component using the procedures described in Replacing SPE Circuit
Packs. After all tests pass, return the standby SPE to service, with procedures
described in the following section on “Bringing the SPE Back into Service”.

BOOT_ERRORindicates that the LMM was not able to either load, start, or keep
the SPE running following a reboot request. SPE_SAN indicates that SYSAM
detected enough sanity timeouts to exceed the threshold.

Reboot Commands

After all SPE-down interface tests have passed, an SPE can be brought back up
by using the reboot commands. The reboot command, r starts a reboot using the
boot image loaded on the disk device. The secondary reboot command, s, starts
a reboot using the boot image loaded on the removable mediaremovable media
device. The latter is useful if the boot image on the disk is corrupted, the disk
device is faulty, or a different software load is desired. A reboot can be
interrupted by pressing Esc 3 times.

As noted earlier, if an SPE is locked in the standby mode, the reboot commands
cannot be entered and will abort.
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Bringing the SPE Back into Service

A WARNING:
In a system with duplicated SPES, a spontaneous SPE interchange may

occur if the active SPE is not in good health and either

— an unlocked SPE completes its reboot and handshake is
reestablished

— alocked SPE in which the Standby Maintenance Monitor (SMM) is
running is unlocked

A WARNING:
Use the status spe command to determine the health of the active SPE and

whether an interchange will occur.

Once all tests pass using the SPE-down interface, the SPE should be competent
to return to service. There are however certain problems which will not show up in
testing that may prevent this. Follow the appropriate procedure below to bring
the SPE back up.

Simplex SPE

After the reboot command is entered, a series of diagnostics is run on the SPE.
Results are displayed as they occur, as described in preceding sections. If all
tests pass, the boot image is loaded and control is given to the operating system.

If you cannot get the SPE to reboot after replacing the components that failed
SPE-down interface tests, follow normal escalation procedures.

Duplicated SPE

The physical connection of the terminal to the STANDBY connector, while the
SPE is locked standby with the SPE-Select switches, prevents the Standby
Maintenance Monitor (SMM) from running. Thus, any reboot command to the
standby while in this state will abort. To reboot an SPE that is locked standby and
has a terminal connected to it, simply move the SPE-SELECT switches to the
AUTO position one at a time. This will automatically cause the standby SPE to
reboot and its progress is displayed on the terminal. Moving the switches back to
the locked position will cause the reboot to abort.
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To reboot the standby SPE and have it remain locked standby following the
reboot, use the following procedure:

1. Start the reboot by moving the SPE-Select switches one at a time to the
AUTO position.

2. As soon as initialization diagnostics begin to appear on the screen,
disconnect the MT cable from the STANDBY connector on the control
carrier.

3. Return the SPE-SELECT switches to their previous locked position.

When the standby is back up and cycling, the yellow LED on the Processor
circuit pack will begin flashing. It is then safe to unlock the SPE-Select switches if
they were relocked. At this point, the system should re-establish handshake
communication, turn on memory shadowing (assuming the standby is not busied
out), and perform a refresh of the standby SPE’'s memory. These steps can be
monitored by using the status spe command at a terminal connected to the
ACTIVE terminal connector. When these steps have been completed, the
standby SPE should have a “functional” state of health and be fully in service.

If all tests pass, but the SPE does not return to service, there may still be
problems on the standby which escaped detection by SPE-down testing. In this
case, use the following steps, which describe a means of sequentially replacing
circuit packs that are the most likely source of the problem.

1. First determine if memory shadowing is disabling handshake. With the
standby locked, busyout the standby SPE; this prevents shadowing from
turning on.

2. Bring up the standby as described above (unlock, unplug the STANDBY
terminal and relock). If the yellow LED on the Processor fails to flash,
follow normal escalation procedures. After the yellow LED begins flashing,
unlock and monitor the recovery progress by repeatedly entering status
spe on a terminal connected to the active SPE. If handshake is not
established after 2 minutes, memory shadowing is not the problem.
Proceed to step 4.

3. Release the standby and follow the progress of the refresh with status
spe. If the refresh succeeds, the system should be fully functional. If the
onset of shadowing or refresh coincides with handshake failure, replace
the following circuit pack one at a time in the order shown and repeat this
procedure from step 1 each time. (Use lock-and-power-down and
DUP-CHL instructions).

a. Standby DUPINT
b. Standby PKT-INT
c. Standby MSSNET
d. Active DUPINT

If the problem persists, follow normal escalation procedures.
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4. If handshake has not come up after 2 minutes, replace each of the
following circuit packs one at a time, in the order shown, and repeat this
procedure from step 1 each time:

a. Standby PKT-INT

b. Standby DUPINT

c. Standby SYSAM

d. Standby PROCESSOR

e. Standby MSSNET

f. Standby MEMORY number 1
g. Standby MEMORY number 2

If the problem persists, follow normal escalation procedures.
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Alarms, Errors, and Troubleshooting

Safety Precautions

By observing the prescribed safety precautions when working on the system, you
can avoid unnecessary disruption of service and damage to the equipment. The
items on this list should be a regular part of your routine.

A WARNING:
Failure to comply with these procedures can have catastrophic effects on

system service and hardware. Read the explanations following the list to
ensure a complete understanding of these necessary procedures.

= Whenever touching any component inside the cabinet, ground yourself by
means of the wrist strap attached to the cabinet, and avoid sources of
static electricity.

= When logging on with the terminal, be aware that INADS alarm notification
is normally disabled. Log off the terminal when leaving the system.

= Think carefully before moving SPE-SELECT switches. Always set them one
at a time to the letter of the PPN control carrier that is currently active
(unless a procedure specifically tells you to do otherwise).

= Never “hot plug” an SPE circuit pack, except for the removable media and
disk drives on a simplex SPE. Lock and power down the PPN control
carrier first.

« Do not power down switch node or port carriers to replace a board.

» Handle fiber optic cables with care. Bending, piercing, or cutting the
cable can sever communications between major subsystems.

» When disconnecting fiber optic cables, grasp of both the lightwave
transceiver and the cable connector.
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» Before powering down a cabinet or carrier that contains DEFINITY AUDIX
circuit packs (TN566), first power down the AUDIX unit to avoid damaging
the AUDIX software. Instructions for powering down this unit are in the
“DEFINITY AUDIX System Power Procedures” below, on the circuit pack,
and in DEFINITY AUDIX documentation.

=« When you are finished working on a cabinet, replace and secure all panels
and covers to avoid disseminating electromagnetic interference.

DEFINITY AUDIX System Power
Procedures

Manually Power Down AUDIX System

A yellow caution sticker on the system’s power unit notifies technicians to shut
down the DEFINITY AUDIX System prior to powering down the system.

1. Using a pointed object, such as a paper clip or pen (do not use a pencil),
press the Boot/shutdown button. The button is located at the top right
portion of the front panel.

2. Hold the boot/Shutdown button in until the LCD display flashes the
message MSHUT.

3. Release the Boot/Shutdown button.

=>» NOTE:
The DEFINITY AUDIX System takes about five minutes to shut down.
The “heartbeat” indication on the display continues to flash.

Manually Power Up AUDIX System

1. Using a pointed object such as a paper clip or a pen (do not use a pencil),
press the Boot/Shutdown button.

2. Hold the boot/Shutdown button in until the display indicates the message,
BTEST, steady on.

3. Release the Boot/Shutdown button. the DEFINITY AUDIX system takes
approximately 5 minutes to power up.

« The display has the following sequence of steady on messages:
— OSINIT
— 0OS
— AINIT
— ADX
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» The DEFINITY AUDIX System is now powered up. When the system
is in the active state, the display indicates ADX, and the red LED is
off.

=>» NOTE:
When powering up, the DEFINITY ADUXI System automatically
reboots. This sequence may show an MDor M] ADX alarm in the
display until the system how powered up. When the system has
completed its power up sequence, the display reads: ADX.

Electrostatic Discharge

Whenever a circuit pack is inserted or removed, the grounding wrist strap
attached to the cabinet must be used to avoid damage or disruption from ESD.
Use of the wrist strap is also required whenever touching any components inside
the switch cabinet, including the SPE-SELECT and EMERGENCY TRANSFER
switches. While such actions may not cause a problem in a highly controlled
environment, disruption to the system could result when conditions are not ideal,
(for example, when the air is very dry).

If you must proceed when a wrist strap is not available, grab the outside panel of
the cabinet with one hand before touching any components, and keep your extra
hand grounded throughout the procedure.

Handle a circuit pack only by the faceplate, latch, or top and bottom edges. Do

not touch board components, leads or connector pins. Keep circuit packs away
from plastic and other synthetic materials such as polyester clothing. Do not set a
circuit pack on a non-conductive surface such as paper. Use the anti-static bag,
if available.

Never hand a circuit pack to another person unless that person is also using a
wrist ground strap.

The body collects potentially damaging amounts of static electricity from many
ordinary activities. The smallest amount of ESD that can be felt is far above that
which can damage a sensitive component or disrupt service!

Figure 5-1 shows the location of the grounding jack.
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Figure 5-1. Multi-Carrier Cabinet ESD Grounding Wrist Strap Jack

Suppress Alarm Origination [y]

When logged in as “craft,” no alarms are reported to INADS. After logging off,
INADS automatically reactivates, and any unresolved alarms are reported to
INADS.

Also, when logged in as “craft,” an automatic logoff of the terminal occurs after
30 minutes of non-use. At that time, any unresolved alarms are reported to
INADS. If you are logged in as “craft” at 2 different terminals, the logoff occurs
when the second terminal remains unused for 30 minutes.

=> NOTE:
The test inads-link command functions even if INADS Alarm Origination is
overridden.



DEFINITY ECS Release 8.2 Maintenance for R8r 555-233-117 Issue 1
April 2000

5 Alarms